Proiect

GUVERNUL REPUBLICII MOLDOVA

HOTARARE nr.
din 2025

privind aprobarea Conceptului Sistemului informational
»Arhiva electronica”

In temeiul art. 22 lit. d) din Legea nr. 467/2003 cu privire la informatizare si la resursele
informationale de stat (Monitorul Oficial al Republicii Moldova, 2004, nr. 6-12, art. 44), art. 50
alin. (4) din Legea nr. 124/2022 privind identificarea electronica si serviciile de Incredere
(Monitorul Oficial al Republicii Moldova, 2022, nr. 170-176, art. 317), Guvernul HOTARASTE:

1. Se aproba Conceptul Sistemului informational ,,Arhiva electronicd”, conform anexei.

2. Ministerul Justitiei, cu suportul Agentiei Nationale a Arhivelor, in termen de 12 luni de
la data intrarii in vigoare a prezentei hotdrari, va elabora si va prezenta Guvernului spre aprobare
proiectul hotararii Guvernului privind aprobarea Regulamentului resursei informationale formate
de Sistemul informational ,,Arhiva electronica”.

3. Ministerul Justitiei, prin intermediul Agentiei Nationale a Arhivelor, va asigura crearea
si implementarea Sistemului informational ,,Arhiva electronica”, precum si mentenanta si
dezvoltarea ulterioard a sistemului informational respectiv.

4. Dezvoltarea, administrarea si mentenanta Sistemului informational ,,Arhiva electronica”
se va asigura in limitele resurselor financiare alocate anual in bugetul autoritdtilor/institutiilor

responsabile sau din alte surse neinterzise de lege.

5. Prezenta hotarare intrd in vigoare la data publicarii In Monitorul Oficial al Republicii
Moldova.

PRIM-MINISTRU
Contrasemneaza:

Viceprim-ministru, ministrul
Dezvoltarii Economice si Digitalizarii

Ministrul Justitiei



Aprobat prin
Hotararea Guvernului
nr. din 2025

CONCEPTUL
Sistemului Informational ,,Arhiva electronica”

Introducere

Sistemul informational ,,Arhiva electronicd” (in continuare — SI e-Arhiva) va
functiona in domeniul arhivarii in sectorul public, automatizand pastrarea pe termen lung
a inregistrarilor electronice care apartin Fondului Arhivistic de Stat al Republicii Moldova.

In prezent, nu existi un sistem informational unificat pentru gestionarea si pastrarea
inregistrarilor electronice, prin urmare fiecare autoritate publicd si institutie publica
utilizeaza solutii proprii, dezvoltate la nivel intern. In unele cazuri, aceste solutii nu sunt
fiabile, existand riscul ca unele inregistrari electronice sa fie pierdute definitiv.

Crearea unui sistem informational central de arhiva electronica este modalitatea
optima de a minimiza riscul deteriorarii, distrugerii sau pierderii documentelor de arhiva.

Capitolul I
Dispozitii generale

1. SI e-Arhiva este un sistem informational format dintr-o totalitate de resurse si
tehnologii informationale interdependente, destinata pastrarii, prelucrarii si furnizarii de
informatii ale Fondului Arhivistic al Republicii Moldova.

2. Scopul SI e-Arhiva este de a permite Agentiei Nationale a Arhivelor (in continuare
- ANA) sa realizeze stocarea si pastrarea inregistrarilor electronice aferente Fondului
Arhivistic al Republicii Moldova in mod eficient.

3. In sensul prezentului Concept se utilizeaza urmatoarele notiuni si abrevieri:

3.1. Consumator — o persoana sau un sistem, care utilizeaza arhiva pentru a gasi si
accesa informatiile pastrate la orice nivel de detaliu permis.

3.2. Comunitate desemnata — un grup identificat de potentiali consumatori care sunt
capabili sa nteleagd un anumit set de informatii.

3.3. Inregistrare — informatii inregistrate pe orice suport, care sunt create sau primite
in cursul activitatilor unei persoane fizice sau juridice, si al cdror continut, forma si
structurd sunt suficiente pentru a furniza dovezi ale faptelor sau activitatilor.

3.4. Inregistrare arhivistica — inregistriri carora li s-a acordat valoare arhivistici de
catre o arhiva publicad ca urmare a unei evaluari.

3.5. OAIS — 1. Model de referinta pentru un sistem informatic arhivistic deschis
(OAIS), creat de Comitetul consultativ pentru sisteme de date spatiale, publicat si ca ISO
14721:2025. 2. (asa cum este definit in modelul de referintd OAIS) Un sistem de arhiva
format din hardware, software, informatii, procese si proceduri bazate pe politici puse in
aplicare si operate de o organizatie si personalul acesteia.



3.6. Pachet de informatii — un container logic, compus din informatii despre continut
(adica tinta initiald a conservarii) si/sau metadatele sale.

3.7. PIA — pachet de informatii arhivistice, care este pastrat in arhiva.

3.8. PID — pachet de informatii de diseminare, derivat din unul sau mai multe PIA si
trimis de arhive cdtre Consumator.

3.9. PIT — un pachet de informatii care este livrat de producator in arhiva.

3.10. Producator — o persoana fizica sau juridica sau, dupa caz, un sistem client, care
transferd informatii in arhive.

4. Arhiva electronica faciliteazd operatorilor sai 1indeplinirea celor
responsabilitati de baza, astfel cum sunt definite in OAIS (a se vedea Tabelul 1).

sase

Responsabilitatea obligatorie ce deriva din

Specificatii pentru SI e-Arhiva

OAIS

Negocierea si  acceptarea informatiilor | Arhivarea publicd este reglementata prin lege,
adecvate din partea producatorilor de | astfel incat ,negocierea” trebuie cititd ca ,,
informatii. acord asupra specificului procesului si a

rezultatelor”.

Obtinerea unui control suficient asupra
informatiilor furnizate la nivelul necesar
pentru a asigura conservarea pe termen lung si
permanent.

Presupune un control, in urma caruia pot fi
luate masurile de conservare necesare, de
exemplu, de a migra inregistrarile in alte
formate de fisiere sau de a le vizualiza
folosind software diferit de cel original (de
exemplu, prin emulatoare). Clarificarea
dreptului de autor si a altor drepturi legate de
acces face parte, de asemenea, din aceasta
responsabilitate. Desi acest tip de control nu
reprezinta o practicd frecventd pentru arhivele
publice, se impune a nu fi omis in situatiile in
care este relevant, cum ar fi integrarea
arhivelor personale, a creatiilor artistice sau a
altor materiale.

Determinarea, fie de sine statator, fie
impreund cu alte parti, ce entitati ar trebui sa
devind comunitatea desemnatd, adica

comunitdtile care ar trebui sa poatd intelege
informatiile furnizate. Definitia comunitatii
desemnate include o determinare a bazei lor
de cunostinte.

Notiunea de ,,comunitatea desemnatad” rezulta
din Legea nr. 880/1992 privind Fondul
Arhivistic al Republicii Moldova si Hotararea
Guvernului 352/1992 cu privire la aprobarea
Regulamentului

Fondului arhivistic de stat, ca fiind toate
persoanele juridice si fizice. ,,Baza de
cunostinte” este un termen OAIS utilizat
pentru a defini cadrul contextual de intelegere
care poate fi asteptat de la consumatorii de
informatii de arhiva.

Asigurarea ca informatiile care urmeaza sa fie
pastrate sunt in mod corespunzator usor de
inteles pentru comunitatea desemnati. In
special, comunitatea desemnata ar trebui sa fie
capabild sa inteleagd informatia fara a avea

Deoarece consumatorii sunt publicul larg si
cronologia este perpetud, nu se pot astepta
cunostinte specifice (spre deosebire de arhiva
internd pe termen scurt a unei agentii, unde
salariatii au o multime de cunostinte
contextuale despre subiect). Astfel, teoria




nevoie de resurse speciale, cum ar fi asistenta

generala a arhivelor ofera indrumarea

care asigura cd informatiile sunt pastrate
impotriva tuturor situatiilor neprevazute
rezonabile, inclusiv  disparitia  arhivei,
asigurand ca acestea nu sunt niciodatd sterse
decat daca sunt permise ca parte a unei
strategii aprobate. Nu ar trebui sa existe
decizii ad-hoc.

expertilor care au produs informatiile. adecvatd pentru dezvoltarea descrierilor
arhivistice.
Urmarea de politici si proceduri documentate | Protectia  impotriva  disparitiei  arhivei

inseamnad ca arhiva electronica trebuie sa fie
conceputa astfel incat toate informatiile (adica
atat informatiile de continut, cat si
metadatele) sa poata fi exportate in formate
care pot fi importate intr-un alt sistem de
depozit digital.

Punerea informatiilor pastrate la dispozitia
comunitdtii desemnate si permiterea -
disemindrii informatiilor sub forma de copii

Metodele specifice de furnizare a accesului si
a dovezilor de autenticitate vor fi dezvoltate
in timpul fazei de analiza detaliata.

ale continutului original transmis sau ca
urmare a acesteia, cu dovezi care sd sustina
autenticitatea acesteia.

Tabelul 1. Responsabilitatile obligatorii ale OALS

5. Contextul SI e-Arhiva este prezentat in Figura 1. Fluxul de valoare si capabilitatile.
Explicatiile diagramei sunt furnizate in Tabelul 2.
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Figura 1. Fluxul de valoare si capabilitatile

Element diagrama \ Descriere




@@
Producitor

O persoana, institutie sau sistem client care transfera
informatii in arhive.

Fumizor de
Solutii

O organizatie care ofera asistentd software, tehnica sau
intelectuald in orice fazd a ciclului de viatd al
informatiilor, de exemplu, furnizor de sisteme de
gestionare a inregistrarilor electronice, furnizor de
servicii de arhivare in cloud, furnizor de servicii de
digitalizare.

(@e)
Arhiva

O organizatie care este responsabild pentru
administrarea si gestionarea unei arhive electronice. In
contextul arhivei electronice din Republica Moldova:

ANA.

(«e]
Consumator

O persoana sau un sistem, care folosesc arhiva.

Managementul anegistréril or >

>

 Transmiterea 2
——-» Inregistranlor
la Arhiva

Crearea gi
. Gestionarea
Inregistrari Active

In diagrama, ,,Managementul inregistrarilor” este un
flux de valoare, care asigurd pentru producitor ca
crearea inregistrarilor, utilizarea activa si trimiterea in
arhiva sunt coordonate eficient. Acesta constd din sub-
fluxurile: ,Crearea si Gestionarea Inregistrarilor
Active” si ,Transmiterea Inregistrarilor la Arhiva”.
Inregistrarile pot fi in mai multe forme.

Gestionarea  df
transmiteri

Negocierea
acordului
de prezentare

Selectarea i o8
pregatirea
inregistranlor

Ezportarea
Inregistrérilor

Transmiterea
inregistranlor
la arhivad

Capacitatea ,,Gestionarea transmiterii” este necesara
pentru functionarea fluxului de valori ,,Transmiterea
inregistrarilor la arhiva”. , Gestionarea transmiterii”
este capacitatea producatorilor de a gestiona software-
ul, hardware-ul, procesele si salariatii necesari pentru
extragerea continutului din infrastructurile lor digitale
in vederea transmiterii la arhiva.

Aceasta capacitate este adesea partajatd cu furnizorii de
informatii si/sau arhivele care ofera asistenta tehnica si
instrumente relevante. Aranjamentul specific pentru
arhiva electronica nationald va fi stabilit intr-o faza mai
detaliata de analizd a afacerii.

Conservarea pe termen lung si Acces P4

Primirea gi > Gestionarea 2 Oferirea 2>
stocarea ———» Informatiilor ———» accesului T
inregistrarilor Arhivate la informatii

Acest flux de valoare asigurd ca informatiile arhivate
sunt accesibile consumatorilor pe termen lung. Acesta
este implementat pe baza celor mai bune practici,
standarde si necesitati relevante ale consumatorilor.

Acest flux de valoare este deservit de mai multe
capacitati. Serviciile de afaceri care realizeaza aceste
capacitati sunt detaliate in diferite standarde de
arhivare. De exemplu, ,Primirea si stocarea




inregistrarilor” este acoperit de OAIS (Open Archival
Information System — ISO 14721:2012) si PAIMAS
(Producer-Archive Interface Methodology Abstract
Standard: Standardul abstract de metodologie pentru
interfata Producator-Arhiva).

Acces i reutilizare >

Fluxul de wvalori ,,Acces si reutilizare” ofera
b2
Accesarea Reutilizarea

prenepti O St B consumatorilor informatii arhivate, ludnd 1n considerare
restrictiile de acces aplicabile.

Aceasta capacitate se referd la redarea informatiilor
Hiedaren dmlorﬂ arhivate in asa fel incat sa poata fi utilizate de catre
consumator. Acest lucru poate fi realizat prin furnizarea
mediului software adecvat (de exemplu, vizualizatoare,
emulatoare) de catre Arhivd sau prin livrarea
informatiilor ca fisiere descdrcabile in formate care pot
fi redate de catre consumator folosind software-ul
disponibil in mod obisnuit. Alegerile specifice in aceste

chestiuni vor fi facute in timpul fazei de analiza

detaliata.

Tabelul 2. Explicatii ale diagramei ,, Fluxul de valoare si capabilitatile”

6. Dezvoltarea SI e-Arhiva va respecta legislatia, standardele relevante si cele mai bune
practici.

7. Principiile de baza ale SI e-Arhiva sunt urmatoarele:

7.1. principiul legalitatii, care presupune crearea si exploatarea sistemului informatic
in conformitate cu legislatia nationald, a normelor si standardelor internationale
recunoscute in domeniu;

7.2. principiul plenitudinii datelor, care presupune asigurarea volumului complet al
informatiei colectate in conformitate cu actele normative;

7.3. principiul datelor sigure, care presupune asigurarea procedurilor de includere si
interactiune in sistem doar a datelor veridice prin utilizarea canalelor autorizate si
autentificate;

7.4. principiul securitatii informationale, care presupune asigurarea unui nivel
corespunzator de integritate, selectivitate, accesibilitate si eficientd pentru protectia datelor
de pierderi, alterari, deteriorari si de acces nesanctionat;

7.5. principiul scalabilitatii, care presupune asigurarea unei performante constante a
solutiei informatice la cresterea volumului de date si a solicitarii sistemului informatic;

7.6. principiul expansibilitatii, care presupune posibilitatea extinderii s1 completarii
sistemului informatic cu noi functii sau Iimbunatatirea celor existente;

7.77. principiul centralizarii, care presupune concentrarea informatiei arhivate de
persoane fizice si juridice Intr-un singur sistem informational;



7.8. principiul controlului, care presupune monitorizarea masurilor ce asigura
calitatea, fiabilitatea resurselor si sistemelor informationale ale Ministerul Justitiei, precum
si pastrarea si utilizarea rationala a acestora.

Capitolul 11
Spatiul juridico-normativ

8. Actele normative ce reglementeaza crearea si functionarea SI e-Arhiva sunt:

8.1. Legea nr. 880/1992 privind Fondul arhivistic al Republicii Moldova;

8.2. Legea nr. 1069/2000 cu privire la informatica;

8.3. Legea nr. 467/2003 cu privire la informatizare si la resursele informationale de
stat;

8.4. Legea nr. 71/2007 cu privire la registre;

8.5. Legea nr. 133/2011 privind protectia datelor cu caracter personal;

8.6. Legea nr. 142/2018 cu privire la schimbul de date si interoperabilitate;

8.7. Legea nr. 124/2022 privind identificarea electronica si serviciile de incredere;

8.8. Legea nr. 148/2023 privind accesul la informatiile de interes public;

8.9. Hotararea de Guvern nr. 352/1992 cu privire la aprobarea Regulamentului privind
Fondul arhivistic de stat;

8.10. Hotararea Guvernului nr. 735/2002 cu privire la sistemele speciale de
telecomunicatii ale Republicii Moldova;

8.11. Hotararea Guvernului nr. 840/2004 cu privire la crearea Sistemului de
telecomunicatii al autoritatilor administratiei publice;

8.12. Hotararea de Guvern nr. 733/2006 privind aprobarea conceptiel guvernarii
electronice;

8.13. Hotararea Guvernului nr. 562/2006 cu privire la crearea sistemelor si resurselor
informationale automatizate de stat;

8.14. Hotdrarea Guvernului nr. 709/2011 cu privire la unele masuri in domeniul e-
Transformare a guvernarii;

8.15. Hotararea Guvernului nr. 710/2011 privind aprobarea programului strategic de
modernizare tehnologica a guvernarii (e-Transformare);

8.16. Hotararea Guvernului nr. 656/2012 privind aprobarea programului privind
Cadrul de Interoperabilitate;

8.17. Hotararea Guvernului nr. 1090/2013 privind aprobarea Regulamentului privind
serviciul electronic guvernamental de autentificare si control al accesului (MPass);

8.18. Hotararea Guvernului nr. 128/2014 privind aprobarea Regulamentului privind
utilizarea, administrarea si dezvoltarea platformei tehnologice comune (MCloud);

8.19. Hotararea Guvernului nr. 700/2014 pentru aprobarea Conceptiel privind
principiile datelor guvernamentale deschise;

8.20. Hotararea Guvernului nr. 701/2014 cu privire la aprobarea Metodologiei
publicarii datelor guvernamentale deschise;

8.21. Hotararea Guvernului nr. 708/2014 privind aprobarea Regulamentului privind
serviciul electronic guvernamental de jurnalizare (MLog);



8.22. Hotararea Guvernului nr. 1141/2017 pentru aprobarea Regulamentului privind
modalitatea de aplicare a semnadturii electronice pe documentele electronice de catre
functionarii persoanelor juridice de drept public in cadrul circulatiei electronice ale
acestora,

8.23. Hotararea Guvernului 414/2018 cu privire la masurile de consolidare a centrelor
de date in sectorul public si de rationalizare a administrarii sistemelor informationale de
stat;

8.24. Hotdrarea Guvernului nr. 143/2019 cu privire la organizarea si functionarea
Agentiei Nationale a Arhivelor;

8.25. Hotararea Guvernului nr. 211/2019 privind platforma de interoperabilitate
(MConnect);

8.26. Hotararea Guvernului nr. 376/2020 pentru aprobarea Conceptului
serviciului guvernamental de notificare electronica (MNotify) si a Regulamentului privind
modul de functionare si utilizare a serviciului guvernamental de notificare electronica
(MNotify);

8.27. Hotararea Guvernului nr. 375/2020 pentru aprobarea Conceptului Sistemului
informational automatizat ,,Registrul imputernicirilor de reprezentare in baza semnaturii
electronice” (MPower) si a Regulamentului privind modul de tinere a Registrului
imputernicirilor de reprezentare in baza semnaturii electronice;

8.28. Hotararea Guvernului nr. 153/2021 pentru aprobarea Conceptului Sistemului
informational ,,Registrul resurselor si sistemelor informationale de stat” si a
Regulamentului privind modul de tinere a Registrului resurselor si sistemelor
informationale de stat;

8.29. Hotararea Guvernului nr. 323/2021 pentru aprobarea Conceptului sistemului
informational ,,Catalogul semantic” si a Regulamentul privind modul de tinere a
Registrului format de Sistemul informational ,,Catalogul semantic”;

8.30. Hotararea Guvernului nr. 184/2023 pentru aprobarea Regulamentului privind
activitatea prestatorilor de servicii de incredere calificati;

8.31. Hotararea Guvernului nr. 650/2023 privind Strategia de transformare digitala a
Republicii Moldova pentru anii 2023-2030;

8.32. Hotdrarea Guvernului nr. 305/2024 cu privire la platforma de gazduire si partajare
a documentelor (MDocs);

8.33. Hotararea Guvernului nr. 562/2025 cu privire la modul de realizare a obligatiilor
de asigurare a securitatii cibernetice de catre furnizorii de servicii in sectoarele critice;

8.34. Hotararea Guvernului nr. 677/2025 cu privire la consolidarea accesului la
serviciile publice electronice in cadrul Portalului guvernamental integrat EVO utilizat la
prestarea serviciilor publice electronice si aprobarea masurilor necesare pentru
implementarea modelului unitar de design;

8.35. Ordinul Ministrului Dezvoltdrii Informationale nr. 78/2006 cu privire la
aprobarea reglementarii tehnice ,,Procesele ciclului de viatd al software-ului” RT
38370656-002:2006;

8.36. Ordinul Ministrului Dezvoltarii Informationale nr. 94/2009 cu privire la
aprobarea unor reglementari tehnice;



8.37. Ordinul Serviciului de Stat de Arhiva nr. 1/2010 cu privire la Instructiunea de
ordonare a documentelor in organizatiile, institutiile si intreprinderile Republicii Moldova;

8.38. Ordinul Serviciului de Stat de Arhiva nr. 57/2016 cu privire la aprobarea
Indicatorului documentelor-tip si al termenelor lor de pastrare pentru organele
administratiei publice, pentru institutiile, organizatiile si Intreprinderile Republicii
Moldova si a Instructiunii privind aplicarea Indicatorului.

9. Principalele standarde si documente standard de consultat in timpul proiectarii SI e-
Arhiva sunt:

9.1. SM ISO 14721:2012 — Model de referinta pentru un sistem deschis de informatii
de arhiva, OAIS;

9.2. SM ISO 20652:2006 — Standardul Abstract al Metodologiei Interfetei Producétor-
Arhiva, PAIMAS;

9.3. SM ISO 16363:2012 — Audit si certificare a depozitelor digitale de incredere, TDR;

9.4. Specificatiile pachetului de informatii de arhivare electronica;

9.5. Arhitectura de referinta de arhivare electronica;

9.6. e ACMM — Model de maturitate a capacitdtii de arhivare electronica.

9.7. SM ISO/CEV/IEEE 15288:2015 — Ingineria sistemelor si software-ului. Procesele
ciclului de viata al sistemului.

9.8. The ARK Identifier Scheme — specificarea identificatorilor persistenti numiti
Archival Resource Keys (Chei de Resursa Arhivistica).

Capitolul IIT
Spatiul functional

10. Functionalitatile de baza sunt grupate in entitati functionale, in conformitate cu
OAIS (conform Figurii 2).
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Figura 2. Entitati functionale OAIS

10.1. Ingerare —acceptarea de catre sistemul informational a PIT-ului de la
producatori, inclusiv asigurarea calitdtii si pregatirea PIA-urilor pentru stocare si
gestionare in arhiva, precum si asigurarea interconexiunii cu sistemele informationale ale
producatorilor sau cu alte arhive care transfera nregistrari in arhiva electronica.

10.2. Stocarea arhivelor — stocarea, intretinerea si recuperarea PIA-urilor, inclusiv
primirea PIA-urilor de la Ingerare si addugarea lor la stocarea permanentd, gestionarea
ierarhiel de stocare, reimprospatarea mediilor pe care sunt stocate fondurile de arhiva,
efectuarea verificarii de rutind si a erorilor speciale, furnizarea de capabilitati de recuperare
in caz de dezastru si furnizarea PIA-urilor la Access pentru a onora comenzile.

10.3. Gestionarea datelor — popularea, mentinerea si accesarea atat a informatiilor
descriptive despre fonduri arhivistice, cat si a datelor administrative utilizate pentru
gestionarea arhivei.

10.4. Administrare — servicii si functii pentru functionarea generald a sistemului de
arhiva, inclusiv negocierea acordurilor de depunere cu producatorii, auditarea
transmiterilor, gestionarea configuratiei sistemului, monitorizarea $i Tmbunatatirea
operatiunilor de arhivare, inventariere, raportare, actualizarea fondurilor, mentinerea
standardelor si politicilor, furnizarea de asistentd pentru clienti.

10.5. Planificarea conservarii — monitorizarea mediului arhivei, furnizarea de
recomandari si planuri de conservare pentru a se asigura cd informatiile stocate rdman
accesibile, usor de inteles si utilizabile pe termen lung.

10.6. Acces — permite consumatorilor sa determine existenta, descrierea, locatia si
disponibilitatea informatiilor, precum si solicitarea si primirea acestora. Aceasta deserveste
atat utilizatorii interni, cat si cei externi prin PIA si verifica drepturile de acces si urmareste
utilizarea inregistrarilor.



10.7. Servicii comune — functionalitati tehnice care permit operarea celor sase entitati
functionale de baza de mai sus, de exemplu, servicii de sistem de operare, servicii de retea
si servicii de securitate.

11. Structura interioara a entitatilor functionale va fi definitd in cadrul analizei
detaliate pe baza standardelor mentionate la punctul 5.

12. In e-Arhiva este posibild verificarea semnaturii electronice calificate si de
semnare repetata sau marcare temporara la slabirea algoritmilor criptografici.

Capitolul IV
Structura organizationala

13. Proprietarul SI e-Arhiva este statul.

14. Posesorul SI e-Arhiva este Ministerul Justitiei. Posesorul SI e-Arhiva asigura
conditiile organizatorice si financiare pentru functionarea SI e-Arhiva.

15. Detindtorul SI e-Arhiva este ANA. Detindtorul SI e-Arhiva asigurd crearea,
administrarea, mentenanta, dezvoltarea si exploatarea SI e-Arhiva. Registratorii SI e-
Arhiva sunt angajatii din cadrul ANA care asigura Inregistrarea, completarea sau
modificarea datelor din sistemul informational.

16. Administrator tehnic al SI e-Arhiva este Institutia publica Serviciul Tehnologia
Informatiei si Securitate Ciberneticd, care isi exercita atributiile conform cadrului normativ
in materie de administrare tehnica si mentinere a sistemelor informationale de stat.

17. Furnizorii de informatii ai SI e-Arhiva (producdtorii, in sensul OAIS) sunt
persoane fizice si juridice care creeaza inregistrari cu valoare arhivistica sau au obligatia
de a-si depune inregistrarile electronice pe termen lung de pastrare, sau dupa caz, pe termen
permanent de pastrare la ANA.

18. Utilizatorii sistemului (consumatorii, in sensul OAIS) sunt utilizatori1 fondului
arhivistic stabiliti 1n Legea nr. 880/1992 privind Fondul Arhivistic al Republicii Moldova
si Hotararea Guvernului 352/1992 cu privire la aprobarea Regulamentului Fondului
arhivistic de stat.

Capitolul V
Documentele SI e-Arhiva
19. Documente de intrare ale SI e-Arhiva sunt urmatoarele:
19.1. Inregistriri electronice cu termen lung si permanent de péstrare care sunt
ingerate in arhiva;
19.2. Solicitarile de acces ale utilizatorilor.



20. Documente de iesire ale SI e-Arhiva sunt urmatoarele:

20.1. Copii ale inregistrarilor arhivate;

20.2. Certificat de arhivda — document cu valoare juridica, eliberat de arhiva, care
cuprinde informatii despre existenta in documentele arhivei a unor date referitoare la
situatii si drepturi invocate in cererile solicitantilor;

20.3. Proces-verbal de primire-predare a dosarelor electronice pentru pastrarea
permanenta.

21. Documente tehnologice ale SI e-Arhiva sunt urmatoarele:
21.1. Rapoarte privind utilizarea sistemului;
21.2. Jurnale de audit ale actiunilor utilizatorilor din sistem.

Capitolul VI
Spatiul informational

22. Obiectele informationale gestionate 1n sistem sunt:

22.1. Documentul — reprezintd actul receptionat de la furnizorul de informatie
(producator) pe suport de hartie sau in format electronic, pentru a fi inclus in SI e-Arhiva.
Acesta este un document 1n sens abstract (adica informatiile din el) care poate fi continut
in mai multe Obiecte de Date, care la randul lor pot fi fie Obiecte Digitale (adica fisiere de
calculator), fie Obiecte Fizice (de exemplu, documente pe hartie). Informatiile din
document si metadatele sale vor fi distribuite catre diferite Obiecte Informationale pentru
a permite efectuarea tuturor aspectelor conservarii digitale. Acest obiect informational este
caracterizat prin urmatoarelor categorii de date:

22.1.1. identificator care respecta specificatia Archival Resource Key (denumit in
continuare: identificator ARK);

22.1.2. denumirea sau dupa caz numele/prenumele furnizorului de informatie;

22.1.3. IDNO sau dupa caz IDNP;

22.1.4. data emiterii documentului;

22.1.5. numarul si, dupad caz, seria documentului;

22.1.6. tipul si denumirea documentului;

22.1.7. data receptionarii documentului de catre ANA;

22.1.8. conditii de acces — restrictii datorate datelor cu caracter personal sau motive
administrative, drepturi de autor, etc.

22.2. Obiect de date — un obiect abstract care este - fie un obiect digital (de exemplu,
un fisier de calculator), fie un obiect fizic (de exemplu, un document pe hartie). Atribute:
22.2.1. identificator ARK.

22.3. Obiect digital — o secventa de biti. Consta din:
22.3.1. identificator ARK;
22.3.2. flux de biti.



22.4. Obiect fizic — un document pe hartie, o caseta VHS, o mostra de roca geologica
sau orice alt obiect material care necesita conservare si este gestionat de e-Arhiva. Atribute:
22.4.1. identificator ARK.

22.5. Informatii de continut — un obiect informational care transporta sarcina utila,
adica datele efective care sunt pastrate. Consta din:
22.5.1 identificator ARK;

22.5.2. obiect de date;
22.5.3. informatii de reprezentare.

22.6. Informatiile de Descriere a Conservarii (PDI) reprezintd metadatele necesare
pentru conservarea adecvata a informatiilor de continut pe termen lung, inclusiv informatii
despre provenientd, referintd, fixitate, context si drepturi de acces. Acestea constau in:

22.6.1. identificator ARK;

22.6.2. informatii de referinta — identificatori si, daca este necesar, descrieri ale
sistemelor de identificare/referintd. De exemplu, numarul de inregistrare al unui document
in sistemul de pastrare a evidentelor al creatorului arhivei sau codul de referinta din
catalogul ANA. Prima informatie de referinta este ID-ul ARK al obiectului informatiilor
de continut descris;

22.6.3. informatii de context — motivul pentru care a fost creat obiectul de date de
continut si cum se raporteaza la alte obiecte de date de continut;

22.6.4. informatii de provenienta — istoricul obiectului de date de continut, inclusiv
orice modificdri care ar fi putut avea loc de la originea sa si cine a avut custodia acestuia;

22.6.5. informatii de fixitate — valori hash, descrieri ale algoritmului hash;

22.6.6. informatii despre drepturile de acces — restrictii datorate datelor cu caracter
personal sau motive administrative, drepturi de autor, etc.

22.7. Informatii de ambalare — descriu modul in care componentele unui pachet de
informatii sunt legate logic sau fizic si cum se pot identifica si extrage componentele.
Atribute:

22.7.1. identificator ARK;

22.7.2. descrierea compozitiei pachetului.

22.8. Informatii descriptive — metadatele utilizate pentru descoperirea pachetelor de
informatii. Acestea contin datele care servesc drept intrare pentru documente sau aplicatii
numite ,,instrumente de acces”. Informatiile descriptive sunt, in general, derivate din
descrierea pachetului, care este ea insdsi derivata din informatiile de continut si PDI.
Informatiile descriptive pot fi privite ca un index pentru a permite accesul eficient la
pachetul de informatii asociat prin intermediul instrumentelor de acces asociate.
Instrumentele de acces sunt documente sau aplicatii care pot fi utilizate pentru a localiza,
analiza, recupera sau ordona informatii din OAIS. Atribute:

22.8.1. identificator ARK;

22.8.2. metadate descriptive, de exemplu, elemente precum titlul, datele, extinderea
st mediul, domeniul de aplicare si continutul, punctele de acces la subiect, codificate ca



METS (Metadata Encoding and Transmission Standard — Standard de Codificare si
Transmisie a Metadatelor) sau EAD (Encoded Archival Description — Descriere
Arhivistica Codatd).

22.9. Informatii de reprezentare — tot ce este necesar pentru a reda si interpreta fluxul
de biti. Consta din:

22.9.1. identificator ARK;

22.9.2. informatii despre reprezentarea structurii — descrierea formatului de fisier.
Poate fi o referintd la o specificatie de format de fisier stabilitd (de exemplu, PDF 1.7), o
schemda XML (XSD) pentru un set de date bazat pe XML sau pentru un format ad-hoc
simplu, o explicatie a modului de transformare a secventei de biti in valori mai
semnificative, cum ar fi caractere, numere si tabele. Poate include, de asemenea, codificari
de caractere (de exemplu, UTF-8), algoritmi de compresie utilizati in cadrul formatului
etc.;

22.9.3. informatii privind reprezentarea semantica — ofera semnificatia valorilor
datelor, nu doar formatul sau structura lor, adica raspunde la intrebarea ,,ce reprezinta de
fapt acest lucru?”, mai degraba decat la intrebarea ,,cum este codificat acest lucru?”’. Se
poate preciza limba textului sau se pot explica parti ale datelor, de exemplu, furnizand lista
codurilor de tard ISO 3166 (daca obiectul de date este un tabel care utilizeaza aceste coduri,
utilizatorul trebuie sa stie ca ,,MD” inseamnad Moldova, iar ,,EE” este Estonia);

22.9.4. alte informatii de reprezentare — orice informatie care nu se incadreaza in
structurd sau semanticd, de exemplu, un program software pentru deschiderea fisierelor
PDF.

22.10. Descrierea pachetului — informatii descriptive despre un pachet de informatii
care alimenteaza descoperirea, deci include metadatele catalogului, cum ar fi titlul,
creatorul, datele, subiectele, rezumatul, identificatorii. Descrierea pachetului alimenteaza
instrumentele de acces — cel putin un instrument de recuperare — astfel incat utilizatorii sa
poati localiza, analiza si recupera/comanda pachetul. In cazul unui PIA, poate fi o descriere
a unitatii (daca informatiile de continut provin dintr-un singur PIA, adicd cazul standard)
sau o descriere a colectiei (dacd PIA este o colectie de alte PIA-uri). Descrierea pachetului
consta din:

22.10.1. identificator ARK;

22.10.2. descrierea asociatd (sau mai multe dintre ele), adica informatiile necesare
pentru functionarea unui instrument de acces.

22.11. Pachet de Informatii de Trimitere (PIT) — este remis in arhiva de catre furnizor
de informatii (producétor). Atribute:

22.11.1. identificator ARK;

22.11.2. identificare — ID producator, ID acord de transmitere, ID obiecte
informationale constitutive;

22.11.3. stare si flux de lucru — data/ora transmiterii, starea curentd a procesarii
(primit in/validare in/carantind/acceptat/respins), rezultatul validarii



(acceptat/respins/avertisment), decizia de acceptare (aprobat/respins/in asteptare), data
acceptarii;

22.11.4. descrierea continutului — numarul de obiecte digitale, dimensiunea totala
(octeti), tipurile de format de fisier prezente;

22.11.5. tehnic — formatul pachetului (E-ARK/bagit), starea criptarii;

22.11.6. controlul calitatii — rezultatul scandrii antivirus, rezultatul verificarii
corectitudinii, rezultatele validarii formatului;

22.11.7. provenienta — identificatorul sistemului sursa, contextul original de creare,
informatii despre lantul de custodie.

22.12. Pachet de Informatii Arhivistice (PIA) — este transformat din PIT in arhiva
prin adaugarea informatiilor necesare pastrarii permanente, sau pe termen lung si migrarea
fisierelor in PIT in formate arhivistice. Informatii permanente — informatii atribuite cu
valoare istorica si social-juridicd, cu termen permanent de pastrare. Informatii cu termen
lung de pastrare — informatii atribuite cu valoare istorica si social-juridica, cu termen de
pastrare de pana la 75 ani. Atributele PIA sunt:

22.12.1. identificator ARK;

22.12.2. identificare — 1D PIT aferent, ID PIA parinte (pentru structuri ierarhice), ID
PIA versiune anterioard (pentru versionare), ID-urile obiectelor informationale
constitutive;

22.12.3. stare de conservare — starea actuala de conservare (activ/retras/sters), data
ultimei verificari a integritatii;

22.12.4. descriere a continutului — numarul de obiecte digitale, dimensiunea totala
(octeti), tipurile de format de fisier prezente;

22.12.5. descriere a conservarii — informatii despre provenientd (evenimente
PREMIS), informatii contextuale (PIA-uri aferente, serii de inregistrari);

22.12.6. versionare — numarul versiunii, data versiunii, motivul versiunii
(migrare/corectie/imbunatatire), Tnlocuiri (versiunea anterioara).

22.13. Pachet de Informatii de Diseminare (PID) — este creat in arhiva de la PIA
pentru a servi nevoilor de acces ale utilizatorilor (consumatorilor). Atributele PID sunt:

22.13.1. identificator ARK;

22.13.2. identificare — 1D-ul PIA sursa, ID-ul solicitarii (daca este cazul), ID-ul
consumatorului/utilizatorului, ID-urile obiectelor informationale constitutive;

22.13.3. gemerare — data/ora crearii, generat de (sistem/persoanad),
metoda de generare (automatd/manuald), transformarea aplicatd, tipul PID
(previzualizare/acces complet/restrictionat);

22.13.4. continut — numarul de obiecte incluse, dimensiunea totald, formatele
fisierelor (pot diferi de PIA), conversia formatului aplicata (da/nu), formatul original -
maparea formatului livrat, rezolutia/nivelul de calitate, indicatorul subsetului
(PIA_complet/partial), fisierele incluse (lista/matrice);

22.13.5. controlul accesului — solicitat de (ID utilizator), scopul accesului, drepturile
de acces aplicate, restrictiile aplicate, redactarile aplicate (dacad existd), filigranul aplicat
(da/mu);



22.13.6. urmarirea utilizarii — numarul de descarcari, referinta jurnalului de acces;
22.13.7. gestionare temporara — perioada de pastrare (pentru PID in sine), data
stergerii automate, reutilizabilitatea (unica/reutilizabild).

22.14. Alte tipuri de informatii, dupa caz.

23. Identificatorii obiectelor informationale sunt fara continut semantic (numiti si
identificatori sintetici sau opaci). Acestia respecta specificatia de identificare persistenta
Archival Resource Key (ARK), utilizatda pe scara larga de arhive si biblioteci.
Identificatorii ARK (numiti ARK-uri) au structura ark:12345/bcd678, unde 12345 este
codul institutiei care creeaza ARK-urile, iar bcd678 este ID-ul unui obiect specific. Daca
este necesar, partea specificdi de identificare poate fi mai lungd si poate avea
subcomponente, dar cea mai buna practica este de a fi pastratd scurtd si simpla (cele sase
pozitii utilizate in exemplu sunt suficiente pentru identificarea a 594 de milioane de
obiecte). ARK-urile pot fi prezentate ca URL-uri complete care incep cu un serviciu de
resolver care redirectioneaza utilizatorul catre serverul care gazduieste de fapt obiectul
informational, de exemplu, https://n2t.net/ark:/53355/cl010066723 este ARK-ul pentru
Mona Lisa din Luvru.

24. Scenariile de comportament pentru fiecare obiect sunt urmatoarele.

24.1. Document:

24.1.1. creare/inregistrare — captura initiala si identificare in sistem;

24.1.2. decizie de evaluare — determinarea valorii de conservare (pastrare/eliminare);

24.1.3. controlul versiunilor — crearea de noi versiuni atunci cand continutul este
corectat sau imbunatatit;

24.1.4. agregare/dezagregare — combinarea documentelor sau divizarea
documentelor compuse;

24.1.5. dezagregare — eliminarea din conservare (cu autorizare si pistd de audit).

24.2. Obiect de date:

24.2.1. identificare/inregistrare — atribuirea initiald a identificatorului ARK
persistent si inregistrarea in sistem, stabilirea identitatii obiectului indiferent de natura sa
fizica/digitala;

24.2.2. urmarirea locatiei — Inregistrarea si actualizarea locatiei curente (facilitate de
stocare fizica sau sistem de stocare digitald), inclusiv transferurile intre locatii.

24.3. Obiect digital:

24.3.1. identificarea formatului — determinarea formatului fisierului la ingerare;

24.3.2. validarea formatului — verificarea conformitatii cu specificatiile formatului;

24.3.3. migrarea formatului — conversia in formate noi pentru a remedia invechirea;

24.3.4. scanarea virusilor — detectarea si carantina programelor malware;

24.3.5. caracterizare — extragerea metadatelor tehnice (rezolutie, spatiu de culoare
etc.);

24.3.6. normalizare — conversia in formate prietenoase cu conservarea.



24 4. Obiect fizic:

24 .4.1. inspectie fizica — evaluarea starii suporturilor media;

24.4.2. monitorizarea mediului — urmarirea conditiilor de depozitare (temperatura,
umiditate);

24.4.3. migrarea suporturilor media — transferul continutului de pe suporturi media
degradate pe suporturi noi;

24.4.4. transfer fizic — mutarea intre locatii de stocare;

24.4.5. eliminare — distrugerea securizatd a suporturilor media invechite sau scoase
din uz.

24.5. Informatii despre continut:

24.5.1. asamblare — combinarea obiectului(elor) de date cu informatiile de
reprezentare;

24.5.2. validare — verificarea completitudinii si a randabilitatii;

24.5.3. transformare — restructurare in scopuri de conservare sau acces;

24.5.4. extragerea proprietatilor semnificative — identificarea caracteristicilor
esentiale pentru conservare;

24.5.5. verificarea autenticitatii — confirmarea ca nu a fost modificat continutul.

24.6. Informatii despre descrierea conservarii (PDI):

24.6.1. inregistrarea evenimentelor — inregistrarea tuturor actiunilor de conservare
(evenimente PREMIS);

24.6.2. documentatia provenientei — inregistrarea lantului de custodie si a
modificarilor;

24.6.3. captura contextului — documentarea relatiilor si a mediului original;

24.6.4. documentatia drepturilor — inregistrarea restrictiilor de acces si utilizare;

24.6.5. actualizare/modificare — adaugarea de noi metadate de conservare pe masura
ce au loc actiuni.

24.7. Informatii despre ambalare:

24.7.1. crearea pachetului — asamblarea structurii pachetului (manifest, fisiere de
metadate);

24.7.2. validarea pachetului — verificarea integritatii structurale si a completitudinii;

24.7.3. reambalarea — restructurarea formatului pachetului (de exemplu, Baglt in
METYS);

24.7.4. extragerea pachetului — despachetarea pentru procesare sau acces;

24.7.5. actualizarea manifestului — actualizarea listelor de fisiere atunci cand
continutul pachetului se modifica.

24.8. Informatii descriptive:

24.8.1. crearea metadatelor — catalogarea initiald la accesare;

24.8.2. imbunatatirea metadatelor — adaugarea de termeni de subiect, imbunatatirea
descrierilor;



24.8.3. validarea metadatelor — verificarea conformitatii cu standardele (EAD,
Dublin Core);

24.8.4. sincronizarea metadatelor — actualizarea ntre sistemele conectate (catalog,
depozit);

24.8.5. exportul metadatelor — publicarea pe sisteme de descoperire externe.

24.9. Informatii despre Reprezentare:

24.9.1. inregistrarea formatului — adaugarea de noi specificatii de format in registru;

24.9.2. urmarirea obsolescentei — monitorizarea viabilitatii formatului si a

24.9.3. actualizarea documentatiei — actualizarea specificatiilor la lansarea unor
versiuni noi;

24.9.4. maparea dependentelor — identificarea software—ului/hardware—ului necesar
pentru randare;

24.9.5. verificarea redarii — testarea faptului ca obiectele pot fi incd interpretate
corect.

24.10. Descrierea pachetului:

24.10.1. generare/creare — crearea automata a descrierii pachetului atunci cand
pachetul este asamblat (calcularea numarului de fisiere, dimensiunea totala);

24.10.2. validare — verificarea faptului ca descrierea pachetului reflecta cu exactitate
continutul real al pachetului (numarul de fisiere este corect, fara componente lipsa);

24.10.3. actualizare/reimprospatare — regenerarea descrierii pachetului atunci cand
continutul pachetului se modifica (fisiere adaugate/eliminate, reimpachetare, conversie de
format);

24.10.4. exportare/serializare — afisarea descrierii pachetului in diverse formate
pentru diferite scopuri (rapoarte lizibile de catre om, manifeste lizibile de catre masina,
documentatie de audit).

24.11. Pachetul de Informatii despre Transmitere (PIT):

24.11.1. receptie/ingerare — acceptare initiald in sistem,;

24.11.2. validare — verificarea conformitatii tehnice, a caracterului complet, a
calitatii metadatelor;

24.11.3. carantina — 1zolare pentru scanare de securitate si verificari de calitate;

24.11.4. transformare in PIA — conversia/normalizarea si generarea metadatelor de
conservare;

24.11.5. acceptare/respingere — decizie finald si notificare catre producator;

24.11.6. arhivare — stocarea metadatelor PIT pentru provenienta (se poate sterge
pachetul propriu-zis).

24.12. Pachet de informatii de arhivare (PIA):

24.12.1. formare/creare — asamblare initiala din PIT validat;

24.12.2. stocare — scriere in spatiul de stocare pentru conservare cu replicare;
24.12.3. verificare a integritatii — verificare programata a fixitatii (in curs);



24.12.4. actiune de conservare — migrarea formatului, emulare, Tmbogatirea
metadatelor;

24.12.5. creare de versiune — crearea unei noi versiuni PIA atunci cand continutul
este modificat;

24.12.6. procesarea cererii de acces — generarea PID—urilor din PIA;

24.12.7. dezactivare — eliminare autorizata cu pastrarea pistei de audit.

24.13. Pachet de informatii de diseminare (PID):

24.13.1. generare — creare din PIA pe baza cererii de acces;

24.13.2. transformare — conversie format, ajustare rezolutie, redactare;
24.13.3. aplicatie de control al accesului — aplicarea filigranelor, restrictiilor;
24.13.4. livrare — transmiterea catre utilizator prin metoda specificata;
24.13.5. expirare — stergere automata dupa perioada de pastrare;

24.13.6. jurnalizare acces — inregistrarea cine a accesat, ce a accesat si cand.

25. Cei mai importanti clasificatori utilizati de e-Arhiva sunt:

25.1. Registrul formatelor de fisiere (PRONOM) — fiecare format are un ID de forma
fmt/xxx, unde xxx este o valoare intreagd, peste o mie de intrari se afla in registru;

25.2. Tipurt de evenimente de conservare (PREMIS) — capturare, compresie,
stergere, verificare a fixitatii, identificare a formatului, migrare, normalizare, etc.;

25.3.1S0O 639 — coduri lingvistice pentru descrierea limbii utilizate intr-un document;

25.4. Baza juridica pentru restrictiile de acces — lista completa a clauzelor care
justifica restrictiile din motive legate de protectia datelor cu caracter personal, securitatea
nationala, confidentialitatea comerciala, etc.

26. Un sistem de arhiva electronicd este similar conceptual cu un sistem de
management al arhivei — ambele proceseaza informatii despre anumite obiecte
informationale receptionate, care trebuie stocate, trebuie gasite cu usurinta, trebuie livrate
doar consumatorului. Arhiva electronicd este mult mai complexd, deoarece obiectele
informationale necesitd conservare activa si acumularea mai multor forme de informatii
suplimentare. In continuare este prezentati o scurtd descriere a relatiilor dintre Obiectele
Informationale.

27. La cel mai inalt nivel de generalizare, SI e-Arhiva gestioneaza doua tipuri de
informatii: sarcina utila (informatiile reale care trebuie pastrate) si metadatele (diverse
informatii despre sarcina utild). In sensul cel mai restrans, sarcina utila este un fisier de
calculator (OAIS 1l numeste ,,Data Obiect”), care poate fi folosit de utilizatori prin
intermediul unor instrumente computationale, astfel incat sunt necesare informatii
suplimentare despre cum SI e-Arhiva trebuie sa redea fisierul (OAIS il numeste ,,Informatii
de reprezentare”).

28. Obiectul de date si informatiile de reprezentare ale acestuia impreund constituie
un obiect de informare. Daca obiectul de date este fisierul de sarcina utila real (termenul



OALIS specific fiind obiect de date de continut), atunci tipul de obiect de informatii se
numeste Informatii de continut. Obiectele informationale ale SI e-Arhiva sunt

exemplificate in Figura 3, care

Informationale.

informational

Obiect

prezintd cele mai raspandite tipuri de Obiecte

Informatii
de continut

Informatii
Conservare
Descriere

Informatii
Ambalare

Informatii
Descriptive

Informatii
de Reprezentare

Figura 3. Obiectele informationale

(indica faptul
ci lista
nu este

exhaustiva)

29. Obiectele informationale sunt gestionate in pachete de informatii (PI) care contin
informatii de ambalare (care identificd si delimiteaza PI, vezi pct. 22.7.) si descrieri de
pachete (care descriu obiectele informationale pentru a permite accesul eficient, vezi pct.
22.10.). Structura PI este vizualizata in Figura 4. PI-urile de arhiva electronica vor respecta
specificatiile pachetului de informatii de arhivare electronica (in conformitate cu pct. 9.4.).

descris 1

Descrierea
Pachetului

de

* 1
-

Pachet Informatii

delimitat
de o
i Informatii
< Ambalaj
identifica

deriva
* din

Informatii
Obiect

Figura 4. Continutul pachetului de informatii OAIS



30. Fluxul elementelor de date intre entitatile functionale OAIS este reprezentat
grafic in aceasta subsectiune. Figura 5 prezinta fluxurile de date mai semnificative. Pentru
a evita complicarea acestei figuri, fluxurile de date de administrare, care sunt in general
activitati de fundal, sunt izolate Intr-o diagrama de context de administrare, figura 6.
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Figura 5. Diagrama fluxului de date OAIS
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Figura 6. Diagrama contextului administrativ

31. Pentru asigurarea functionarii corecte, SI e-Arhiva interactioneaza si realizeaza
schimbul de date, in conformitate cu cadrul normativ privind interoperabilitatea si
schimbul de date si cu standardele tehnice aprobate, cu urmatoarele sisteme aflate in
posesia altor autoritati publice:

31.1. Platforma de interoperabilitate (MConnect) — pentru schimbul de date cu alte
sisteme informatice si registre de stat;

31.2. Serviciul Integrat de Semnatura Electronicd Guvernamentala (MSign) — pentru
semnarea documentelor electronice;

31.3. Serviciul electronic guvernamental de autentificare si control al accesului
(MPass) — pentru autentificare si controlul accesului in cadrul sistemului;

31.4. Serviciul de Inregistrare Electronici a Guvernului (MLog) — pentru a asigura
inregistrarea operatiunilor (evenimentelor) produse in cadrul SI e-Arhiva;

31.5. Serviciul de notificare electronica guvernamentald (MNotify) — pentru
notificarea utilizatorilor;

31.6. Serviciul Guvernamental de Plati Electronice (MPay) — pentru efectuarea si
incasarea pldtilor de la persoane fizice si juridice in procesul de prestare a serviciilor de
inregistrare a unitdtilor profesionale, emiterea documentelor confirmative.



31.7. Platforma de gazduire si partajare a documentelor (MDocs) — pentru livrarea
de notificari de arhiva si alte documente catre persoane fizice si juridice si pentru ingerarea
inregistrarilor daca analiza stabileste ca MDocs contine seturi complete de documente (de
exemplu, dosare de caz) impreuna cu descrieri de arhiva.

31.8. Portalul guvernamental integrat EVO - pentru accesul la serviciile publice
electronice prestate prin intermediul SI ,,Arhiva electronica.

31.9. Portalul datelor guvernamentale deschise (date.gov.md) - pentru publicarea de
seturi de date statistice anonimizate despre fondurile arhivistice, volumul de documente
etc.

Capitolul VII
Spatiul tehnologic

32. Alegeri arhitecturale:

32.1. modularitate — sistemul informational este structurat din mai multe nivele, care
reprezintd componente rezonabil de mici (spre deosebire de sistemele informationale care
contin un singur nivel), urmand principiile arhitecturii orientate spre servicii, arhitectura
micro-serviciilor sau altele similare;

32.2. Cloud-native computing — sistemul informational este conceput pentru a profita
de mediile de cloud computing (de exemplu, ambalat in containere, implementarea este
scriptabild, instalarea si recuperarea se realizeaza prin executarea unui script automat,
consta din mai multe copii separate, este scalabil automat si foarte disponibil intre doua
locatii, dacd este necesar).

33. SI e-Arhiva urmeaza a fi gazduit pe Platforma tehnologica guvernamentalad
comund MCloud (denumitd in continuare — Platforma MCloud) in conformitate cu
Hotararea Guvernului nr. 128/2014 privind platforma tehnologica guvernamentala comuna
(MCloud) si va utiliza platforma de gazduire bazata pe tehnologii de tip container, care
presupune utilizarea rationala a resurselor.

34. In scopul asigurdrii interoperabilititii si a schimbului de date cu alte sisteme si
resurse informationale de stat, ANA inregistreaza activele semantice utilizate in Sistemul
informational ,,Catalogul semantic”.

35. Interfetele utilizatorilor se bazeaza pe tehnologii care permit utilizarea SI e-
Arhiva fara a fi necesara achizitionarea si instalarea unor programe software aditionale pe
calculatoarele utilizatorilor (consumatorilor).

36. Implementarea tehnologica a sistemului este conceputa cu capacitatea de a migra
toate informatiile pastrate in urmatoarea generatie a implementarii, atunci cand cea actuala
ajunge la sfarsitul duratei de viata.



37. La dezvoltarea SI e-Arhiva se va aplica Modelul Unitar de Design, in
conformitate cu prevederile Hotararii Guvernului nr. 677/2025 cu privire la consolidarea
accesului la serviciile publice electronice in cadrul Portalului guvernamental integrat EVO
utilizat la prestarea serviciilor publice electronice si aprobarea masurilor necesare pentru
implementarea modelului unitar de design. Detaliile tehnice complete vor fi specificate la
etapa de dezvoltare, de comun acord cu posesorul si detindtorul e-Arhivei.

Capitolul VIII
Securitatea sistemului informatic si protectia informatiilor

38. Asigurarea securitdtii informatiilor se va realiza in conformitate cu Cerintele
minime obligatorii de securitate ciberneticd, aprobate prin Hotararea Guvernului nr.
562/2025 cu privire la modul de realizare a obligatiilor de asigurare a securitatii cibernetice
de cdtre furnizorii de servicii in sectoarele critice.

39. Securitatea datelor cu caracter personal, gestionate prin intermediul SI e-Arhiva
este asiguratd in conformitate cu Legea nr. 133/2011 privind protectia datelor cu caracter
personal.

40. SI e-Arhiva asigura realizarea urmatoarelor obiective de securitate:

40.1. autentificarea — garanteazd ca zonele restrictionate ale SI ,,e-Arhiva” vor fi
accesibile doar utilizatorilor cu o identitate verificatd prin serviciul electronic
guvernamental de autentificare si control al accesului (MPass);

40.2. autorizarea — garanteaza ca utilizatorii autentificati prin serviciul electronic
guvernamental de autentificare si control al accesului (MPass) pot accesa serviciile si
datele care corespund drepturilor lor de acces.

41. In cadrul SI e-Arhiva se asigurd generarea si pastrarea inregistrarilor de audit ale
securitdtii pentru operatiile de prelucrare a datelor cu caracter personal in conditiile
cadrului normativ Tn materie de protectie a datelor cu caracter personal.

42. SI e-Arhiva va utiliza functionalitatea de autentificare doar prin intermediul
serviciului electronic guvernamental de autentificare si control al accesului (MPass).

43. Utilizatorii SI e-Arhiva vor fi autorizati sd acceseze doar blocurile functionale si
datele pentru care au permisiunile necesare, conform rolurilor fiecaruia. Utilizatorii si
rolurile acestora vor fi gestionate prin intermediul serviciului MPass. SI e-Arhiva va prelua
rolurile utilizatorilor din serviciul electronic guvernamental de autentificare si control al
accesului (MPass).

44, Un aspect important legat de securitate este necesitatea pastrarii inregistrarilor de
audit pentru analiza integritatii SI e-Arhiva si pentru monitorizarea activitdtii utilizatorilor.
SI e-Arhiva se va baza pe un mecanism de inregistrari de audit dublu (intern si cu utilizarea



serviciului electronic guvernamental de jurnalizare (MLog), ce urmeaza practicile
internationale).

Capitolul IX
Dispozitii finale

45. Implementarea e-Arhiva va determina urmatoarele avantaje:

45.1. Reducerea costurilor pentru persoanele juridice din sectorul public, scutindu-le
de responsabilitatea de a pastra inregistrarile pe termen lung si permanent.

45.2. Reducerea riscului de pierdere a informatiilor, cauzat de lipsa instrumentelor
sau procedurilor IT adecvate.

45.3. Imbunititirea accesului la inregistririle electronice arhivate.

46. Urmatorul pas in dezvoltare este o analiza detaliata a sistemului informational
pentru a determina serviciile, functiile si procesele pe care e-Arhiva trebuie sa le realizeze.

47. Implementarea SI e-Arhiva va avea loc etapizat, conform programelor de actiuni
elaborate suplimentar de dezvoltator in comun cu posesorul sistemului. Pentru asigurarea
sustenabilitatii s1 dezvoltarii continue a SI e-Arhiva, vor fi instituite mecanisme de
actualizare periodica a indicatorilor-cheie de performanta, colectare de feedback din partea
utilizatorilor, precum si audituri functionale si tehnice ale sistemului.

48. Inainte de punerea in exploatare a SI e-Arhiva, Ministerul Justitiei va asigura
inregistrarea acestuia in Registrul resurselor si sistemelor informationale de stat.



