GUVERNUL REPUBLICII MOLDOVA

HOTARARE nr.
din 2025

Chisinau

Cu privire la aprobarea Regulamentului resursei informationale formate de
Sistemul informational ,,e-Monitorizare”

In temeiul art. 22 lit. ¢) si d) din Legea nr.467/2003 cu privire la informatizare si la
resursele informationale de stat (Monitorul Oficial al Republicii Moldova, 2004, nr. 6-12, art.
44), cu modificarile ulterioare, precum si al art. 2 alin. (1) din Legea nr. 71/2007 cu privire la
registre (Monitorul Oficial al Republicii Moldova, 2007, nr. 70-73, art. 314), Guvernul
HOTARASTE:

1.  Se aprobad Regulamentul resursei informationale format de Sistemul informational
,»€-Monitorizare” (se anexeaza).

2. Cancelaria de Stat va asigura functionarea si dezvoltarea continud a Sistemului
informational ,,e-Monitorizare”.

3. Cancelaria de Stat, ministerele, autoritatile administrative, institutiile publice din
subordinea acestora si alte autoritati administrative centrale, vor asigura utilizarea
Sistemului Informational ,,e-Monitorizare” in procesul de planificare, monitorizare,
raportare a implementarii documentelor de politici publice si de planificare, de
armonizare a legislatiei Uniunii Europene si de implementare a angajamentelor
nationale si internationale ale Guvernului Republicii Moldova.

4.  Controlul asupra executarii prezentei hotarari se pune in sarcina Cancelariei de Stat.
Prim-ministru Alexandru MUNTEANU
Contrasemneaza:

Viceprim-ministru, ministrul dezvoltarii
economice si digitalizarii Eugen OSMOCHESCU

Ministrul justitiei Vladislav COJUHARI



Aprobat prin

Hotararea Guvernului nr. /2025

REGULAMENTUL

resursei informationale formate de Sistemul informational ,,e-Monitorizare”

Capitolul 1
DISPOZITII GENERALE

1. Regulamentul resursei informationale formate de Sistemul informational ,.e-
Monitorizare” (in continuare — Regulament) stabileste modul de organizare a Sistemului
Informational ,,e-Monitorizare” (in continuare S/ ,,e-Monitorizare ), componentele acestuia,
procedurile si mecanismul de inregistrare si de evidenta a datelor sistematizate, acumulate pe
parcursul implementarii si exploatarii SI ,,e-Monitorizare”, reglementeaza cerintele de
protectie a datelor in procesul de colectare, consolidare, actualizare, stocare, prelucrare si a
schimbului autorizat al acestora intre componentele SI ,,e-Monitorizare”, precum si intre Sl
,,e-Monitorizare” cu alte sisteme informationale, precum si stabileste responsabilitatea si
imputernicirile privind documentarea, utilizarea si furnizarea datelor stocate si gestionate prin
intermediul SI ,,e-Monitorizare”.

2. Termenii din prezentul Regulament sunt utilizati in sensul Legii nr. 100/2017 cu
privire la actele normative, Legii nr. 467/2003 cu privire la informatizare si la resursele
informationale de stat, Legii nr. 71/2007 cu privire la registre, Hotararii Guvernului nr.
1171/2018 pentru aprobarea Regulamentului privind armonizarea legislatiei Republicii
Moldova cu legislatia Uniunii Europene, Hotararii Guvernului nr. 386/2020 cu privire la
planificarea strategica, precum si a Hotararii Guvernului nr. 860/2023 cu privire la aprobarea
Conceptului Sistemului Informational ,,e-Monitorizare”.

3. SI,,e-Monitorizare” reprezinta un ansamblu de resurse si tehnologii informationale,
mijloace tehnice de program si metodologii, inclusiv metadate, sisteme de consum de date,
norme juridice si structuri organizatorice, este parte a infrastructurii informatice a Guvernului
Republicii Moldova si urmeaza sa fie inregistrat in Registrul resurselor si sistemelor
informationale de stat.

4. Sl ,,e-Monitorizare” cuprinde totalitatea sistematizata de date primare necesare:

4.1. inventarierii si monitorizarii implementarii angajamentelor politice ale
Guvernului Republicii Moldova;

4.2. elaborarii si monitorizarii implementarii planurilor de actiuni aferente
documentelor de politici publice institutionale/sectoriale/nationale;

4.3. planificarii si monitorizarea actiunilor de implementare a acordului de asociere
UE/RM,;



4.4. planificarii si monitorizarii actiunilor de integrare a Republicii Moldova in
Uniunea europeana;

4.5. supervizarii si monitorizarii procesului de armonizare a legislatiei Republicii
Moldova cu cea a Uniunii Europene.

5. SI ,,e-Monitorizare” este gazduit pe platforma tehnologica guvernamentald comuna
(MCloud), in conformitate cu Hotararea Guvernului nr. 128/2014 privind platforma
tehnologica guvernamentala comuna (MCloud).

Capitolul 11
SUBIECTII RAPORTURILOR JURIDICE

IN DOMENIUL REGISTRELOR

6. Subiectii din domeniul crearii si tinerii resursei informationale formate in cadrul Sl
,»e-Monitorizare” sunt:

6.1. proprietarul resursei informationale;
6.2. posesorul resursei informationale;
6.3. detinatorul resursei informationale;
6.4. registratorii resursei informationale;
6.5. furnizorii resursei informationale;
6.6. utilizatorii resursei informationale.

7. Proprietarul Sl ,,e-Monitorizare” este statul care isi realizeaza dreptul de proprietate,
gestionare si utilizare a datelor din acesta. Resursele financiare pentru dezvoltarea,
mentenanta, exploatarea sistemului informational sunt asigurate din bugetul de stat, proiecte
de asistenta internationala si alte mijloace financiare, conform cadrului normativ.

8. Posesor si detindtor al SI ,,e-Monitorizare” este Cancelaria de Stat, cu drept de
gestionare si de utilizare a datelor si a resurselor continute in SI ,,e-Monitorizare”.

9. Registratorii de date pentru Sl ,,e-Monitorizare” sunt:

9.1. Directia generala planificare strategica si coordonare a politicilor din cadrul
Cancelariei de Stat 1n calitate de subdiviziune, care coordoneaza si monitorizeaza activitatile
de elaborare, aprobare si implementare a documentelor de politici publice si a documentelor
de planificare care inregistreaza angajamentele nationale si internationale a Guvernului si
initiaza planurile de actiuni destinate implementarii documentelor de politici ale Guvernului;

9.2. Biroul pentru Integrare Europeana din cadrul Cancelariei de Stat, in calitate de
coordonator cheie In procesul planificare, monitorizare si raportare a implementarii planurilor
de actiuni pentru implementarea Acordului de Asociere Republica Moldova-Uniunea
Europeana si realizarea criteriilor de aderare la Uniunea Europeand care inregistreaza
angajamentele aferente integrarii Europene si gestioneaza Programul National de Aderare;
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9.3. Centrul de Armonizare a Legislatiei din cadrul Cancelariei de Stat, in calitate de
subdiviziune responsabilda de coordonarea, monitorizarea $i asigurarea asistentei
metodologice, la nivel national, a procesului de armonizare a legislatiei nationale cu legislatia
Uniunii Europene care inregistreaza actele normative nationale aferente procesului de
armonizare;

9.4. Autoritatile publice si structurile organizationale din sfera lor de competenta care
vor exploata SI ,,e-Monitorizare” in scopurile prevazute de prezentul Regulament si actele
normative relevante (vor elabora planuri de actiuni institutionale si sectoriale, vor raporta
progresul de implementare a actiunilor, vor inregistra tabele de concordantd a actelor
normative aferente procesului de armonizare a legislatiei nationale la cea a Uniunii Europene,
etc.).

10. Utilizatorii SI ,,e-Monitorizare” sunt:

10.1. utilizatori interni — angajatii din cadrul institutiilor, care vor utiliza
functionalitdtile SI ,,e-Monitorizare” in scopurile prevazute de prezentul Regulament, in
special pentru:

10.1.1 elaborarea si gestiunea angajamentelor nationale si internationale ale
Guvernului;

10.1.2 elaborarea, aprobarea si implementare a documentelor de politici publice si a
documentelor de planificare;

10.1.3. raportarea progresului de implementare a actiunilor planificate;
10.1.4 armonizarea cadrului legal national cu cel al Uniunii Europene.

Nivelul de acces al acestor utilizatori este unul diferentiat in functie de rolurile si
drepturile de acces, atributiile si responsabilitdtile in procesul de planificare, raportare si
monitorizare a actiunilor de implementare a documentelor de politici publice si armonizare a
legislatiei nationale la cea a Uniunii Europene.

10.2. utilizatori externi — persoanele fizice si juridice, din tara sau din straindtate, sau,
dupa caz, sisteme informatice externe sau alte sisteme informationale ale Cancelariei de Stat,
care acceseaza datele publice ale SI ,,e-Monitorizare”, exclusiv prin instrumente si mecanisme
deschise de diseminare ale sistemului, in particular prin intermediul interfetei sale publice si
Portalului Guvernamental de Date (https://date.gov.md) sau, dupa caz, prin intermediul
platformei de interoperabilitate (MConnect).

11. Furnizorii de date pentru SI ,,e-Monitorizare” sunt:

11.1. Subdiviziunile Cancelariei de Stat, care furnizeaza prin intermediul platformelor
detinute (SI ,,e-Legislatie”, Platforma de Gestiune a Proiectelor - https://project.gov.md,
Platforma pentru Gestionarea Asistentei Externe — https://amp.gov.md, Platforma de
Participare — https://particip.gov.md) datele primare necesare proceselor de business ale Sl
,,e-Monitorizare”.



https://date.gov.md/
https://project.gov.md/
https://amp.gov.md/
https://particip.gov.md/

11.2. Parlamentul Republicii Moldova, care furnizeaza prin intermediul SI ,.e-
Parlament” date privind informatiile de stare a actelor normative si evenimentelor de
trasabilitate aferente procesului de legiferare in contextul armonizarii legislatiei Republicii
Moldova cu cea a Uniunii Europene;

11.3. Ministerul Justitiei al Republicii Moldova, care furnizeaza prin intermediul
Registrului de Stat al Actelor Juridice (https://www.legis.md) actele normative necesare
procesului de screening al legislatiei Republicii Moldova si actele normative adoptate ca
urmare a armonizarii legislatiei Republicii Moldova cu cea a Uniunii Europene;

11.4. Ministerul Finantelor al Republicii Moldova, care furnizeaza, prin intermediul
platformei de interoperabilitate MConnect, informatii privind limitele de cheltuieli aprobate
in Cadrul bugetar pe termen mediu si alocatiile aprobate in legea bugetard anuald, precum si
date relevante referitoare la derularea achizitiilor publice strategice.

11.5. Oficiul pentru Publicatii al Uniunii Europene, care furnizeaza prin intermediul
platformei EUR-Lex (https://eur-lex.europa.eu) actele normative ale Uniunii Europene si
evenimentele de trasabilitate a acestora necesare procesului de screening si armonizare a
legislatiei Republicii Moldova cu cea a Uniunii Europene.

Capitolul 111
DREPTURILE SI OBLIGATIILE PARTICIPANTILOR
LA EXPLOATAREA RESURSEI INFORMATIONALE

Sectiunea 1
Drepturile si obligatiile posesorului, detinatorului
si administratorului tehnic al SI ,,e-Monitorizare”

12. Posesorul si detindtorul SI ,,e-Monitorizare” exercitd urmatoarele atributii:

12.1. asigurarea conditiilor juridice organizatorice si financiare pentru crearea,
administrarea, functionarea, mentenanta si dezvoltarea SI ,,e-Monitorizare”;

12.2. asigurarea functionarii si tinerii SI ,,e-Monitorizare” in conformitate cu cadrul
normativ;

12.3. asigurarea dezvoltarii continue a SI ,,e-Monitorizare”, prin implementarea de noi
functionalitdti si imbundtétirea functionalitatilor existente ale sistemului informational,

12.4. stabilirea masurilor tehnice si organizatorice de protectie si securitate a Sl ,,e-
Monitorizare”;

12.5. monitorizarea conformitatii cerintelor de securitate a SI ,,e-Monitorizare” cu
cadrul normativ in domeniul protectiei datelor cu caracter personal;

12.6. organizarea seminarelor si a instruirilor de promovare si utilizare a SI ,e-
Monitorizare” pentru furnizori si registratori;

12.7. alte atributii necesare pentru asigurarea bunei functionari a SI ,,e-Monitorizare”.
13. Drepturile posesorului si detindtorului SI ,,e-Monitorizare” sunt urmatoarele:
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13.1. sa elaboreze si sa dezvolte, in baza competentelor, cadrul normativ cu privire la Sl
,,e-Monitorizare”;

13. 2. sa propuna solutii de perfectionare si eficientizare a procesului de functionare a
SI ,,e-Monitorizare”, precum si s le puna in aplicare;

13.3. sa supravegheze respectarea cerintelor de securitate a datelor de catre participantii
la ST ,,e-Monitorizare”, sa fixeze si sanctioneze cazurile si tentativele de incalcare a acestora.

14. Obligatiile posesorului si detinatorului SI ,,e-Monitorizare” sunt urmatoarele:

14.1. sa asigure functionarea neintreruptd si exploatarea in bune conditii a SI ,.e-
Monitorizare” in conformitate cu cadrul normativ;

14.2. sa informeze autoritatile publice implicate in exploatarea SI ,,e-Monitorizare”
despre modificarile conditiilor tehnice de functionare a acestuia;

14.3. sa efectueze monitorizarea si supravegherea accesarilor datelor SI ,e-
Monitorizare”, sa identifice incdlcarile comise si sa intocmeascd rapoarte privind datele
accesate;

14.4. sa initieze procedura de suspendare a drepturilor de acces la SI ,,e-Monitorizare”
pentru utilizatorii care nu respecta regulile, standardele si normele general acceptate in
domeniul securitatii informatiei;

14.5. sa asigure suportul metodologic si practic, prin elaborarea de proceduri, reguli si
instructiuni n ceea ce priveste inregistrarea, acumularea, pastrarea, completarea, corectarea,
sistematizarea si utilizarea datelor;

14.6. sa asigure accesul securizat la datele si resursele SI ,,e-Monitorizare”, respectarea
conditiilor de securitate si a regulilor de exploatare a acestuia;

14.7. sa asigure atribuirea rolurilor si a dreptului de acces la SI ,,e-Monitorizare”, datele
si resursele acestuia;

14.8. sa intreprindd masurile organizatorice si tehnice necesare pentru asigurarea
regimului de confidentialitate si securitate a datelor, inclusiv a celor cu caracter personal,
colectate, procesate depozitate si stocate in SI ,,e-Monitorizare;

14.9. sd intreprindd masuri organizatorice si tehnice necesare pentru contracararea
tentativelor nesanctionate de distrugere, modificare, blocare, copiere, diseminare, precum si
contracararea altor actiuni ilicite, masuri menite sa asigure un nivel de securitate adecvat in
ceea ce priveste riscurile prezentate de prelucrare si caracterul datelor colectate si prelucrate;

14.10. sd acorde suportul necesar persoanelor autorizate care au acces la SI ,e-
Monitorizare” privind utilizarea complexului de mijloace software aferente acestuia;

14.11. sa utilizeze datele stocate si gestionate prin intermediul SI ,,e-Monitorizare” doar
in scopurile stabilite de cadrul normativ;

14.12. sa efectueze auditul SI ,,e-Monitorizare” si al sistemelor conexe, pentru
asigurarea protectiei complexului de date si a bunei functiondri a acestuia.
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Sectiunea 2
Drepturile si obligatiile registratorului SI ,,e-Monitorizare”

15. Registratorul SI ,,e-Monitorizare” are dreptul:

15.1. sa utilizeze functionalitatile SI ,,e-Monitorizare” in conformitate cu prezentul
Regulament si cu regulile de utilizare aferente;

15.2. sd acceseze spatiul informational si datele continute in SI ,,e-Monitorizare” in
limitele rolului atribuit;

15.3. sa inainteze posesorului SI,,e-Monitorizare” propuneri privind modificarea actelor
normative ce reglementeaza functionarea SI ,,e-Monitorizare”;

15.4. sa solicite si sa primeasca de la posesorul SI ,,e-Monitorizare” sustinere
metodologica si practica privind exploatarea SI ,,e-Monitorizare”.

16. Registratorul este obligat:

16.1. sa asigure corectitudinea, autenticitatea si veridicitatea datelor inregistrate si
gestionate prin intermediul SI ,,e-Monitorizare”;

16.2. sa asigure Inregistrarea si actualizarea datelor in termenele stabilite de legislatie;

16.3. sa corecteze erorile ca urmare a inregistrarii gresite a datelor, precum si orice alta
eroare constatata aferenta calitatii datelor folosind fluxurile de lucru dedicate acestor actiuni
implementate in cadrul SI ,,e-Monitorizare”;

16.4. sa dispuna de mijloace tehnice necesare pentru realizarea atributiilor (semnatura
electronica calificatd necesard pentru semnarea formularelor electronice si documentelor
inregistrate in cadrul SI ,,e-Monitorizare”, semnatura mobild sau aplicatia EVOSign);

16.5. sa semneze formularele electronice cu semndtura electronicad prevazutd de
legislatie, in scopul confirmarii veridicitatii datelor;

16.6. sa Intreprinda masuri pentru evitarea accesului neautorizat la SI ,,e-Monitorizare”
al persoanelor terte;

16.7. sa utilizeze functionalitatile SI ,,e-Monitorizare” 1n exclusivitate potrivit
destinatiei acestora si in strictd conformitate cu legislatia;

16.8. sa utilizeze datele accesate/extrase prin intermediul SI ,,e-Monitorizare” doar in
scopurile stabilite de legislatie.

Sectiunea 3
Drepturile si obligatiile furnizorului de date SI ,,e-Monitorizare”

17. Furnizorul de date pentru SI ,,e-Monitorizare” are dreptul:

17.1. sé inainteze posesorului si detinatorului SI ,,e-Monitorizare” propuneri privind
modificarea actelor normative ce reglementeaza functionarea acestuia;

17.2. sa solicite si sa primeasca de la posesorul si detinatorul SI ,,e-Monitorizare” ajutor
metodologic si practic privind functionarea acestuia;
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17.3. sa prezinte posesorului si detindtorului SI ,,e-Monitorizare” propuneri privind
perfectionarea si eficientizarea functionarii acestuia;

17.4. sa colaboreze cu posesorul si detindtorul SI ,,e-Monitorizare” pentru asigurarea
securitdtii accesului la SI ,,e-Monitorizare” si sa informeze despre orice actiune suspicioasa
de care are cunostinta si care ar putea sa reprezinte un atentat la securitatea accesului la SI ,,e-
Monitorizare”;

17.5. sa aplice, dupd caz, mecanisme criptografice in procesul de transmitere a
volumelor mari de date.

18. Furnizorul de date SI ,,e-Monitorizare” este obligat:

18.1. sa asigure corectitudinea, autenticitatea si veridicitatea datelor furnizate si
actualizarea permanenta a acestora in baza corectarilor prezentate conform reglementarilor;

18.2. sa furnizeze date si documente doar in scopurile stabilite de legislatie;

18.3. sa intreprinda masurile organizatorice si tehnice interne necesare pentru asigurarea
protectiei si a confidentialitatii datelor transmise catre SI ,,e-Monitorizare”;

18.4. sa asigure schimbul de date si integrarea sistemelor informationale proprii cu Sl
,,e-Monitorizare”.

Sectiunea 4
Drepturi si obligatii generale ale participantilor la SI ,,e-Monitorizare”

19. Fiecare participant la SI ,,e-Monitorizare” are dreptul:
19.1. sd participe la implementarea si dezvoltarea SI ,,e-Monitorizare”;

19.2. sa inainteze posesorului SI ,,e-Monitorizare” propuneri privind modificarea actelor
normative care reglementeaza functionarea SI ,,e-Monitorizare”;

19.3. sd solicite si sa primeasca de la posesorul SI ,,e-Monitorizare” ajutor metodologic
si practic privind exploatarea acestuia,

19.4. sa solicite si sa primeascad de la posesor informatii referitoare la nivelul agreat al
serviciilor, conform indicatorilor stabiliti;

19.5. sd solicite si sa primeasca de la posesor accesul la datele SI ,,e-Monitorizare” in
conformitate cu scopul prelucrarii si rolul atribuit;

19.6. sa vizualizeze datele/documentele din SI ,,e-Monitorizare” in conformitate cu
drepturile de acces stabilite, pornind de la atributiile si functiile detinute, fard dreptul de a
modifica aceste date/documente;

19.7. sa prezinte posesorului SI ,,e-Monitorizare” propuneri privind perfectionarea si
eficientizarea functiondrii acestuia.

20. In functie de rolurile atribuite, participantii sunt obligati:



20.1. sa asigure corectitudinea, autenticitatea si confidentialitatea datelor/ documentelor
din SI ,,e-Monitorizare”;

20.2. sa asigure accesarea si utilizarea datelor/documentelor din SI ,,e-Monitorizare” in
conformitate cu rolurile atribuite si scopul legitim de utilizare a acestora;

20.3. sa efectueze actiunile de asigurare a securitatii informatiei, s& documenteze
cazurile si tentativele de incdlcare a acesteia, precum si sd intreprindd masurile ce se impun
pentru prevenirea si lichidarea consecintelor;

20.4. sa asigure accesul securizat la datele SI ,,e-Monitorizare”, respectarea conditiilor
de securitate si a regulilor de exploatare a acestuia;

20.5. sa ia masurile organizatorice si tehnice necesare pentru asigurarea regimului de
confidentialitate si securitate a datelor in conformitate cu instructiunile posesorului SI ,,e-
Monitorizare”;

20.6. sa utilizeze datele furnizate de SI ,,e-Monitorizare” doar in scopurile stabilite de
legislatie;

20.7. sa aduca la cunostinta posesorului SI ,,e-Monitorizare”, in termen de o zi de la
momentul afldrii, orice situatie (incident aflat in afara ariei de competenta a participantului)
care ar putea influenta in mod negativ exercitarea functiilor participantului.

Capitolul 1V
ADMINISTRAREA SI ASIGURAREA
FUNCIIONARII RESURSEI INFORMATIONALE

21. Sl ,,e-Monitorizare” se tine In modul si in conditiile prevazute de Legea nr. 467/2003
cu privire la informatizare si la resursele informationale de stat si de prezentul Regulament.

22. Contururile functionale ale SI ,,e-Monitorizare” corespund celor expuse in
Conceptul SI ,,e-Monitorizare”.

23. Detinatorul SI ,,e-Monitorizare” efectueazd administrarea sistemului informational
cu ajutorul complexului de mijloace software aferent SI ,,e-Monitorizare”, in corespundere cu
prezentul Regulament.

24. Accesul la functionalitatile SI ,,e-Monitorizare” se realizeaza prin intermediul retelei
globale Internet, tinandu-se cont de nivelurile de acces public si autorizat ale utilizatorilor.

25. Integrarea SI ,,e-Monitorizare” cu sistemele informationale externe, inclusiv cu
serviciile guvernamentale partajate, se realizeaza conform Conceptului SI ,,e-Monitorizare”,
utilizand canale de schimb de date securizate.

26. SI ,,e-Monitorizare” functioneaza zilnic, 7/24/365, cu exceptia timpului rezervat
pentru lucrari de mentenantd, care sunt programate, cu unele exceptii, in afara orelor de lucru
sau in zilele de odihna ori de sarbatoare.



27. Sarcina instituirii resursei informationale si a asigurdrii functionarii SI ,.e-
Monitorizare” 1i revine Cancelariei de Stat, inclusiv cu suportul posesorilor si detinatorilor de
date din registrele si sistemele informationale cu care SI ,,e-Monitorizare” efectueaza schimb
reciproc de date, al partenerilor de dezvoltare, al altor parteneri nationali si internationali.

28. inregistrarea primara a datelor in cadrul SI ,,e-Monitorizare” se realizeaza de
utilizatori cu roluri specifice din cadrul autoritatilor publice implicate in procesele de
planificare strategica, raportare implementare planuri de actiuni si armonizare a legislatiei
nationale cu cea a Uniunii Europene (Coordonator Angajamente, Coordonator Plan de
Actiuni, Coordonator Armonizare Legislatie, Coordonator Autoritate Publica, Functionar
Autoritate Publicd) in baza fluxurilor de lucru configurate in cadrul SI ,,e-Monitorizare”.
Aditional, pentru anumite tipuri de date, inregistrarea primara a datelor se efectueaza in mod
automat in cazul cand acestea sunt receptionate prin intermediul mecanismului de
interoperabilitate al SI ,,e-Monitorizare” (date furnizate de Sistemul Informational Integrat al
Finantelor Publice, Registrul de Stat al Actelor Juridice, e-Legislatie, e-Parlament, Platforma
pentru Gestionarea Asistentei Externe, Sistemul informational ,,Registrul de stat al achizitiilor
publice” (e-Achizitii) etc.).

29. Schimbul de date dintre SI ,,e-Monitorizare” si alte sisteme si resurse informationale
de stat se realizeazda prin intermediul platformei de interoperabilitate (MConnect), in
conformitate cu cadrul normativ care reglementeazd domeniul interoperabilitatii si al
schimbului de date.

30. Functionarii Cancelariei de Stat responsabili de verificarea si validarea datelor
receptionate din surse externe proceseaza datele importate in scopul validarii lor
(aprobare/respingere) sau al definirii regulilor de solutionare a erorilor de import.

31. Accesarea datelor din SI ,,e-Monitorizare” este posibila in cateva moduri prin
intermediul:

31.1. facilitatilor furnizate de interfata utilizator — conceputa pentru accesarea datelor de
catre utilizatorii autorizati in limitele rolurilor de care dispun in cadrul SI ,,e-Monitorizare”,;

31.2. instrumentelor de diseminare a datelor si documentelor cu caracter public prin:
a) interfata publica a SI ,,e-Monitorizare”;
b) Portalul datelor guvernamentale deschise (date.gov.md).

31.3. platformei de interoperabilitate (MConnect) — pentru transmiterea datelor catre
sisteme informationale externe (Sistemului Informational Integrat al Finantelor Publice, e-
Legislatie, project.gov.md, etc.).

32. Utilizatorii autorizati ai SI ,,e-Monitorizare” au acces la datele stocate in sistemul
informational cu respectarea legislatiei in domeniul protectiei datelor cu caracter personal.

33. Datele se pastreaza in SI ,,e-Monitorizare” in ordine cronologica, ceea ce asigura
posibilitatea obtinerii datelor pentru o perioada determinata de timp.
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34. Operarea si exploatarea in bune conditii a SI ,,e-Monitorizare” este asigurata de catre
detinator pand la adoptarea deciziei Guvernului de lichidare a acestuia.

35. In cazul expirdrii termenelor stabilite pentru pastrarea datelor gestionate prin
intermediul SI ,,e-Monitorizare” sau in cazul lichidarii acestuia, datele, documentele si
fisierele in format electronic ale SI ,,e-Monitorizare” se pastreaza de catre detinatorul SI ,,e-
Monitorizare” in cadrul unei arhive electronice pentru un termen de 10 ani. Termenul de
stocare a datelor poate fi prelungit prin ordin al Cancelariei de Stat, cu conditia efectuarii unei
evaludri asupra pertinentei acestor date pentru procesele de planificare strategica si
armonizare a legislatiei nationale cu cea a Uniunii Europene. Documentele arhivate electronic
in SI ,,e-Monitorizare” nu se supun modificarilor.

Capitolul V
REGIMUL JURIDIC DE UTILIZARE
A DATELOR DIN RESURSE INFORMATIONALE

36. Accesul la resursele SI,,e-Monitorizare” se asigura si se autorizeaza prin intermediul
serviciului electronic guvernamental de autentificare si control al accesului (MPass).
Utilizatorii SI ,,e-Monitorizare” au drepturi distincte de acces in functie de nivelul de
securitate caruia ii corespund. Pentru fiecare categorie de acces exista posibilitatea de a defini
rolurile si drepturile utilizatorilor, inclusiv la nivelul de acces la interfata accesibila
utilizatorilor.

37. Accesul la datele SI ,,e-Monitorizare” este limitat in functie de drepturile si rolurile
specifice utilizatorilor.

38. Fiecare categorie de utilizatori are acces la o interfata personalizata, diferitd de cea
a altor categorii de utilizatori, pentru vizualizarea/gestionarea datelor si acces la
functionalitdtile SI ,,e-Monitorizare” specifice atributiilor de serviciu ale categoriei
utilizatorilor.

39. Indiferent de nivelul de acces al utilizatorului, niciun grup de acces nu dispune de
dreptul de a suprima direct inregistrarile bazei de date. De asemenea, nu se admite modificarea
directa a inregistrarilor bazei de date. Toate inserarile si actualizarile datelor se fac exclusiv
prin intermediul unor formulare electronice specializate, cu parcurgerea completa a unor
fluxuri de lucru implementate in cadrul SI ,,e-Monitorizare”.

40. Accesul altor persoane decat subiectii raporturilor juridice aferente implementarii si
exploatarii SI ,,e-Monitorizare” la datele ce se contin in acesta este garantat in limitele
prevazute de legislatia cu privire la accesul la informatie si cu privire la registre, de prezentul
Regulament, precum si de tratatele internationale din domeniul la care Republica Moldova
este parte.

41. Destinatarii de date beneficiaza de drepturi egale de acces la datele din SI ,.e-
Monitorizare” si nu sunt obligati sa justifice, In fata posesorului SI ,,e-Monitorizare”,
necesitatea obtinerii datelor solicitate, exceptie fiind datele cu caracter personal.
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42. Datele si documentele electronice cu caracter public stocate in cadrul SI ,e-
Monitorizare” sunt accesibile utilizatorilor anonimi prin intermediul interfetei publice a SI
,,e-Monitorizare” si Portalului Guvernamental de Date unde sunt publicate doar dupa
parcurgerea completa a fluxului de lucru de publicare a acestora.

43. In cadrul colaboririi internationale, precum si la executarea obligatiilor de
transmitere sau de schimb de date catre structurile Uniunii Europene, Cancelaria de Stat
opereaza cu date din cadrul SI ,,e-Monitorizare”, in conformitate cu prevederile Legii nr.
112/2014 pentru ratificarea Acordului de Asociere intre Republica Moldova, pe de o parte, si
Uniunea Europeand si Comunitatea Europeand a Energiei Atomice si statele membre ale
acestora pe alta parte si Hotararii Guvernului nr. 306/2025 cu privire la aprobarea Programului
national de aderare a Republicii Moldova la Uniunea Europeana pentru anii 2025-2029.

44. Se interzice utilizarea datelor din SI ,,e-Monitorizare” in scopuri contrare legii.

45. Prelucrarea datelor cu caracter personal in cadrul SI ,,e-Monitorizare” se efectueaza
in conformitate cu prevederile legislatiei privind protectia datelor cu caracter personal si ale
Hotararii Guvernului nr.860/2023 cu privire la aprobarea Conceptului Sistemului
informational ,,e-Monitorizare” si prezentul Regulament.

46. In conditiile prezentului Regulament, datele cu caracter personal se prelucreazi
exclusiv in mdsura in care sunt necesare scopului si obiectivelor, conform competentelor
atribuite subiectilor raporturilor juridice aferente implementdrii si exploatarii SI ,e-
Monitorizare”, asigurandu-se un nivel de securitate si confidentialitate adecvat in ceea ce
priveste riscurile prezentate de prelucrare si caracterul datelor, conform principiilor stabilite
de legislatia privind protectia datelor cu caracter personal.

Capitolul VI
SECURITATEA SI INTEGRITATEA
DATELOR RESURSEI INFORMATIONALE

47. Asigurarea securitatii, confidentialitdtii si a integritatii datelor prelucrate in cadrul
SI ,,e-Monitorizare” se efectueaza de catre subiectii cu drepturi de acces la sistem cu
respectarea strictd a cerintelor fatd de asigurarea securitatii informatiei si a prevederilor
legislatiei din domeniul protectiei datelor cu caracter personal.

48. Asigurarea securitatii informationale a SI ,,e-Monitorizare” se bazeaza pe o abordare
sistemica, fundamentata pe analiza riscurilor de securitate asociate SI ,,e-Monitorizare”, cu
aplicarea legislatiei si a celor mai bune practici relevante in domeniu. Securitatea
informationala a SI ,,e-Monitorizare” Se bazeaza pe urmatorii piloni:

48.1 securitatea tehnologiilor — tehnologiile ce stau la baza SI ,,e-Monitorizare” sunt
sigure, sunt configurate securizat si formeaza o arhitectura de securitate adecvata SI ,.e-
Monitorizare”;

48.2. securitatea organizatorica — practicile aplicate la implementarea, operarea si
administrarea SI ,,e-Monitorizare” sunt stabilite, considerand riscurile pentru securitatea
informatiei si securitatea cibernetica asociate SI ,,e-Monitorizare”;
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48.3. securitatea asociata utilizatorilor — toate persoanele autorizate sa opereze sau sa
utilizeze SI ,,e-Monitorizare” sunt constienti cu privire la riscurile de securitate asociate si
manifesta un comportament vigilent si responsabil in interactiunea cu SI ,,e-Monitorizare”.

49. Cerintele detaliate si mecanismele principale de securitate informationald, aplicabile
SI ,,e-Monitorizare”, se identificd in baza analizei riscurilor care se pot manifesta la diferite
etape ale ciclului de viata al SI ,,e-Monitorizare”.

50. La selectarea masurilor de securitate aferente SI ,,e-Monitorizare” se considera ca
fiind mdsuri minime obligatorii urmatoarele surse:

50.1. cerinte conform reglementarilor legale: cerinte cu privire la protectia datelor cu
caracter personal in sisteme informatice; cerintele minime pentru securitatea cibernetica;

50.2. cerinte de securitate interne ale Cancelariei de Stat: standardele de securitate a
informatiei aprobate in cadrul Cancelariei de Stat; cerinte de securitate incluse in Conceptul
SI ,,e-Monitorizare” si specificatiile de securitate incluse 1n caietul de sarcini destinat
dezvoltarii si implementarii SI ,,e-Monitorizare”.

51. Cancelaria de Stat implementeaza cerintele de conformitate corespunzator
standardelor SM EN ISO/IEC 27001:2023 privind cerintele pentru sistemele de management
al securitatii informatiei si SM EN ISO/IEC 27701:2021 privind protectia datelor cu caracter
personal/confidentiale, fapt pentru care acesta elaboreaza si implementeaza politica de
securitate informationald destinata asigurarii respectarii regulilor, standardelor si normelor
general acceptate in domeniul securitatii informatiei, incluzand:

51.1. identitatea persoanei responsabile de politica de securitate;
51.2. principalele masuri tehnico-organizatorice necesare operarii SI ,,e-Monitorizare”;

51.3. procedurile interne ce exclud cazurile de modificare nesanctionatd a mijloacelor
software si/sau a datelor in cadrul SI ,,e-Monitorizare”;

51.4. responsabilitatile personalului privind asigurarea securitdtii informationale;

51.5. procedurile de control intern ale subiectilor implicati in operarea SI ,.e-
Monitorizare” privind respectarea conditiilor de securitate informationala.

52. Pentru asigurarea securitatii informationale a SI ,,e-Monitorizare”, Cancelaria de
Stat aplica politica de securitate a Cancelariei de Stat, care se administreaza conform
prevederilor Sistemului de management al securitatii informatiei al Cancelariei de Stat.

53. Politica de securitate se aduce la cunostinta fiecarui utilizator care trebuie sa
cunoasca obligatiile de serviciu in materie de respectare a regulilor aferente securitatii
informationale si totalitatea procedurilor formale pe care trebuie sa le respecte in strictd
concordantd cu politica de securitate.

54. In scopul eliminarii riscurilor pentru sistemul de securitate aferente factorului uman,
se asigurd instruirea anuald a personalului, pentru Insusirea competentelor necesare si a
fortificarii rezilientei informationale in fata amenintarilor.
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55. Schimbul de date intre SI ,,e-Monitorizare” si sistemele informationale externe Se
efectueaza cu utilizarea mijloacelor software, doar prin canale securizate, asigurand
integritatea si securitatea datelor.

56. Prelucrarea datelor cu caracter personal se efectueaza in conformitate cu cadrul
normativ privind protectia datelor cu caracter personal. In cadrul SI ,,e-Monitorizare” se
prelucreaza datele cu caracter personal strict necesare, neexcesive scopului prestabilit de
acesta, asigurand-se un nivel de securitate si confidentialitate adecvat in ceea ce priveste
riscurile prezentate de prelucrare si caracterul datelor.

Capitolul VII
CONTROLUL SI RASPUNDEREA

57. Exploatarea Sl ,,e-Monitorizare” este supusa controlului intern si extern.

58. Controlul intern asupra modului de exploatare si operare a Sl ,,e-Monitorizare” Se
realizeaza de cétre posesorul sistemului.

59. Controlul extern asupra respectarii cerintelor privind implementarea, administrarea
si reorganizarea Sl ,,e-Monitorizare” se efectueaza de cétre autoritatile abilitate prin lege cu
atributii Tn domeniul auditului informatic.

60. Controlul in privinta conformitétii operatiilor de prelucrare a datelor cu caracter
personal stocate in cadrul Sl ,,e-Monitorizare” se efectueaza de catre Centrul National pentru
Protectia Datelor cu Caracter Personal, in conditiile prevazute de legislatia privind protectia
datelor cu caracter personal. in cadrul controalelor efectuate, Centrului National pentru
Protectia Datelor cu Caracter Personal i se ofera suportul necesar si 1 se asigurd accesul la
informatiile relevante necesare pentru realizarea controlului privind respectarea legislatiei
referitoare la protectia datelor cu caracter personal.

61. Responsabilitatea pentru corectitudinea si veridicitatea datelor din SI ,e-
Monitorizare” apartine posesorului si registratorului Sl ,,e-Monitorizare”. Responsabilitatea
pentru corectitudinea si veridicitatea datelor receptionate prin intermediul mecanismelor de
interoperabilitate a SI ,,e-Monitorizare” apartine furnizorilor acestor date.

62. Pentru deteriorarea, falsificarea, nimicirea si alte actiuni ilegale Intreprinse asupra
datelor din Sl ,,e-Monitorizare”, persoana responsabild poarta raspundere juridica conform
legislatiei.
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