Proiect

GUVERNUL REPUBLICII MOLDOVA

HOTARARE nr.
din 2025

cu privire la aprobarea Conceptului
Sistemului informational ,,JUSTAT”

In temeiul art. 22 lit. d) din Legea nr. 467/2003 cu privire la informatizare si
la resursele informationale de stat (Monitorul Oficial al Republicii Moldova, 2004,
nr. 6-12, art. 44), cu modificarile ulterioare, Guvernul HOTARASTE:

1. Se aproba Conceptul Sistemului informational JUSTAT, conform anexei.

2. Ministerul Justitiei, prin intermediul Agentiei Digitalizare in Justitie si
Administrare Judecdtoreasca va asigura crearea si implementarea Sistemului
informational ,,JUSTAT”.

3. Administrarea tehnica, mentenanta si dezvoltarea Sistemului informational
,2WUSTAT” vor fi asigurate din contul si in limitele mijloacelor financiare aprobate
anual in bugetul autoritatilor/institutiilor responsabile sau din alte surse neinterzise
de lege.

4. Ministerul Justitiei, in termen de 12 luni de la data intrarii in vigoare a
prezentei hotarari, va elabora si va prezenta Guvernului spre aprobare
proiectul Regulamentului resursei informationale formate de Sistemul informational
WJUSTAT”.

5. Prezenta hotarare intra in vigoare la data publicarii in Monitorul Oficial al
Republicii Moldova.

PRIM-MINISTRU

Contrasemneaza:

Viceprim-ministru,

ministrul dezvoltarii

economice si digitalizarii

Ministrul justitiei



Aprobat prin
Hotararea Guvernului
nr. din 2025

CONCEPTUL
Sistemului informational ,,JUSTAT”

INTRODUCERE

Dezvoltarea si implementarea sistemelor informationale judiciare reprezinta
unul din obiectivele centrale ale Strategiei pentru asigurarea independentei si
integritatii sectorului justitiei pentru anii 2022 — 2025, aprobata prin Legea nr.
211/2021. Potrivit Strategiei, administrarea eficientd, inclusiv prin informatizare si
dezvoltare digitala, a sectorului justitiei este o prioritate strategica si una din
conditiile esentiale pentru asigurarea unei justitii calitative si echitabile.

Sistemele informationale judiciare contribuie la modernizarea actului de justitie,
facilitand comunicarea electronicd intre instante si parti, accesul la informatie,
standardizarea procedurilor si reducerea costurilor pentru justitiabili. Dezvoltarea si
interoperabilitatea acestor sisteme sunt factori cheie in cresterea eficientei si
transparentei.

Un instrument promovat de Comisia Europeand pentru Eficienta Justitiei (in
continuare - CEPEJ) este utilizarea sistematica a datelor statistice nu doar in scop de
raportare formald, ci ca suport strategic pentru managementul performantei si luarea
deciziilor in sistemul judiciar. Aceasta abordare este pe deplin armonizatad cu
directiile trasate in Strategia de transformare digitald a Republicii Moldova pentru
anii 2023-2030, aprobata prin Hotararea Guvernului nr. 650/2023, precum si cu
obiectivele Programului National de Integritate s1 Anticoruptie (PNIA) 2024-2028.

In acest sens, Republica Moldova a initiat implementarea la nivel national a
modelului ,,CEPEJ-STAT”, care presupune utilizarea indicatorilor de eficienta si
calitate in guvernanta sistemului judiciar, sprijind colectarea, analiza si utilizarea
datelor statistice in sectorul judiciar. Acesta contribuie la 0 mai bund intelegere a
performantei sistemelor judiciare si faciliteaza luarea deciziilor bazate pe dovezi.
Modelul ,,CEPEJ-STAT” sustine tranzitia de la o statistica judiciard cantitativa la
una orientata spre rezultate, transparenta si alocare eficienta a resurselor.

Astfel, lansarea si consolidarea Sistemului Informational ,,JUSTAT” reprezinta
un pas major care va permite consultarea tablourilor de bord si indicatorilor-cheie
de performantd a instantelor, in conformitate cu modelul CEPEJ. Accesibil
publicului larg, Sistemul Informational ,,JUSTAT” va facilita analiza comparativa
si cronologica a datelor judiciare si va contribui la perfectionarea procesului de luare
a deciziilor.

Conceptul Sistemului Informational ,JUSTAT” va asigura consolidarea
cadrului normativ si functional al infrastructurii digitale a justitiei, in vederea unei
gestiuni moderne si bazate pe date. Acesta se aliniazd angajamentelor Republicii



Moldova privind integrarea europeand si recomandarilor internationale privind
utilizarea justitiei bazate pe dovezi (,,evidence-based justice”).

Capitolul I
DISPOZITII GENERALE

1. Conceptul stabileste scopul, sarcinile si functiile Sistemului Informational
,2wJUSTAT”, structura organizationald si baza juridico-normativa, componentele
necesare pentru crearea si exploatarea acestuia, obiectele informationale si lista
datelor pastrate in sistem, infrastructura tehnologica, precum si masurile de asigurare
a securitatii si protectiei informatiei.

2. Sistemul Informational ,, JUSTAT” (in continuare - SI JUSTAT) reprezinta
o solutie informatica destinata consultarii si analizei de date statistice din sistemul
judecatoresc al Republicii Moldova, inclusiv a indicatorilor cheie de performanta,
contribuind astfel la perfectionarea procesului decizional privind distribuirea
resurselor intre instantele judecdtoresti, organizarea judecdtoreascad, inclusiv harta
judiciard, identificarea numarului optim de judecatori si personal judiciar, stabilirea
reperelor de performantd si constituirea unei ambiante propice imbunatatirii
constante a acestora prin oferirea unei analize cantitative si calitative a activitatii
instantelor judecatoresti.

3. In sensul prezentului Concept se utilizeazi urmitoarele notiuni de bazi:

3.1. integritatea datelor - stare a datelor, cand acestea isi pastreaza continutul
si sunt interpretate univoc in cazuri de actiuni aleatorii. Integritatea se considera
pastratd daca datele nu au fost alterate sau deteriorate (sterse);

3.2. platforma MConnect — platforma de interoperabilitate, definita conform
Hotararii Guvernului nr. 211/2019 privind platforma de interoperabilitate
(MConnect);

3.3. serviciul MLog — serviciu definit conform Hotdrarii Guvernului nr.
708/2014 privind serviciul electronic guvernamental de jurnalizare (MLog);

3.4. Programul Integrat de Gestionare a Dosarelor (in continuare - PIGD) —
aplicatie unica definitd conform Hotédrarit Guvernului nr. 593/2017 cu privire la
aprobarea Conceptului tehnic al Sistemului informational judiciar.

4. Scopul de baza al SIJUSTAT este oferirea unei solutii informatice moderne
st eficiente care contribuie la facilitarea evaluarilor in domeniul managementului
judiciar prin intermediul analizei statistice, indreptate spre evaluarea obiectiva a
performantelor instantelor judecatoresti si a bunelor practici implementate in diferite
judecatorii.

5. Sarcinile de baza ale SI JUSTAT sunt:



5.1.crearea unui mediu unitar informational de explorare si analizd a datelor
statistice cu privire la activitatea instantelor judecatoresti din Republica Moldova,
inclusiv a indicatorilor cheie de performanta;

5.2.modernizarea si optimizarea proceselor de evidentd, administrare si
monitorizare a performantei instantelor judecatoresti din Republica Moldova;

5.3.instituirea unor parghii eficiente, care sa conduca la sporirea transparentei
sistemului judecatoresc, facilitdnd intelegerea diferitor aspecte ale activitatii
instantelor judecatoresti in societate;

5.4.cresterea gradului de incredere a populatiei in sistemul judecatoresc prin
transpunerea calitativa a informatiei despre activitatea instantelor judecatoresti;

5.5.asigurarea suportului pentru elaborarea documentelor de politici si a
cadrului normativ, precum si a deciziilor de management al sistemului judecatoresc.

6. Principiile de baza ale SI JUSTAT sunt urmatoarele:

6.1. principiul legalitatii, care presupune crearea si exploatarea sistemului
informatic in conformitate cu legislatia nationald, a normelor si standardelor
internationale recunoscute in domeniu;

6.2. principiul plenitudinii datelor, care presupune asigurarea volumului
complet al informatiei colectate in conformitate cu actele normative;

6.3. principiul respectarii standardelor deschise prin adoptia exclusivd a
standardelor deschise pentru conceptualizarea si functionarea sistemului conform
recomandarilor si practicilor internationale in domeniu, destinate publicarii,
comunicarii, interoperabilitatii si definirii sistemului de metadate al solutiei
informatice;

6.4. principiul divizarii arhitecturii pe nivele, care constd in proiectarea
independentd a subsistemelor, in conformitate cu standardele de interfata dintre
nivele;

6.5. principiul independentei de platforma, care presupune ca interfata
utilizator a sistemului informatic nu va impune o anumita platforma software si
hardware pentru utilizator;

6.6. principiul datelor sigure, care presupune asigurarea procedurilor de
includere si interactiune in sistem doar a datelor veridice prin utilizarea canalelor
autorizate si autentificate;

6.7. principiul securitatii informationale, care presupune asigurarea unui nivel
corespunzator de integritate, selectivitate, accesibilitate si eficientd pentru protectia
datelor de pierderi, alterdri, deteriorari si de acces nesanctionat;

6.8. principiul accesibilitatii informatiei cu caracter public, care presupune
proceduri de asigurare a accesului solicitantilor la informatia cu caracter public
furnizata de solutia informatica;

6.9. principiul transparentei, care presupune proiectarea si realizarea conform
principiului modular, cu utilizarea standardelor transparente in domeniul
tehnologiilor informatice si de telecomunicatii, intru accesarea libera a tuturor
sistemelor, a informatiilor fiscale generate prin intermediul sistemelor, precum si
monitorizarea datelor inregistrate aferent entitatii;



.....

completarii sistemului informatic cu noi functii sau imbunatatirea celor existente;

6.11. principiul scalabilitatii, care presupune asigurarea unei performante
constante a solutiei informatice la cresterea volumului de date si a solicitarii
sistemului informatic;

6.12. principiul simplitatii si comoditatii utilizarii, care presupune proiectarea
si realizarea tuturor componentelor, mijloacelor tehnice si de program accesibile
utilizatorilor sistemului informatic, bazate pe principii exclusiv vizuale, ergonomice
si logice de conceptie;

6.13. principiul centralizarii, care presupune unificarea mai multor business-
procese intr-un singur sistem uniform si unificat, precum si centralizarea acestora in
cadrul sistemului informational pentru monitorizarea functionarii eficiente a
sistemului judecatoresc;

.....

.....

procesul de oferire a accesului la serviciile din sistemul judecdtoresc, pentru
rezolvarea dificultitilor noi si pentru functionarea in conditii si regimuri in
schimbare;

6.15. principiul controlului, care presupune monitorizarea masurilor ce
asigura calitatea, fiabilitatea resurselor si sistemelor informationale ale Ministerul
Justitiei, precum si pastrarea si utilizarea rationald a acestora.

Capitolul II
SPATIUL JURIDICO-NORMATIV AL SI JUSTAT

7. Crearea, administrarea, mentenanta, dezvoltarea si utilizarea SI JUSTAT se
realizeaza in conformitate cu cadrul normativ care reglementeaza sistemul
judecatoresc, precum si domeniul informatizarii si resurselor informationale de stat.

8. Crearea si functionarea SI JUSTAT este reglementata de urmatoarele acte
normative:

8.1. Constitutia Republicii Moldova din 29 iulie 1994;

8.2. Codul de procedura civila al Republicii Moldova nr. 225/2003;

8.3. Codul de procedura penala al Republicii Moldova nr. 122/2003;

8.4. Codul de executare al Republicii Moldova nr. 443/2004;

8.5. Codul contraventional al Republicii Moldova nr. 218/2008;

8.6. Legeanr. 514/1995 privind organizarea judecatoreasca;

8.7. Legea nr. 544/1995 cu privire la statutul judecatorului;

8.8. Legea nr. 947/1996 cu privire la Consiliul Superior al Magistraturii;

8.9.Legea nr. 467/2003 cu privire la informatizare si la resursele
informationale de stat;

8.10. Legea nr. 133/2011 privind protectia datelor cu caracter personal;

8.11. Legea nr. 142/2018 cu privire la schimbul de date si interoperabilitate;



8.12. Legea nr. 64/2023 cu privire la Curtea Suprema de justitie;

8.13. Legea nr. 148/2023 privind accesul la informatiile de interes public;

8.14. Hotdrarea Guvernului nr. 562/2006 cu privire la crearea sistemelor si
resurselor informationale automatizate de stat;

8.15. Hotdrarea Guvernului nr. 710/2011 cu privire la aprobarea Programului
strategic de modernizare tehnologica a guvernarii (e-Transformare);

8.16. Hotararea Guvernului nr. 128/2014 privind platforma tehnologica
guvernamentald comunad (MCloud);

8.17. Hotararea Guvernului nr. 593/2017 cu privire la aprobarea Conceptului
tehnic al Sistemului informational judiciar;

8.18. Hotdrarea Guvernului nr. 414/2018 cu privire la masurile de consolidare
a centrelor de date in sectorul public si de rationalizare a administrarii sistemelor
informationale de stat;

8.19. Hotararea  Guvernului nr. 211/2019 privind platforma de
interoperabilitate (MConnect);

8.20. Hotararea Guvernului nr. 323/2021 pentru aprobarea Conceptului
sistemului informational ,,Catalogul semantic” si a Regulamentul privind modul de
tinere a Registrului format de Sistemul informational ,,Catalogul semantic”;

8.21. Hotararea Guvernului nr. 650/2023 privind Strategia de transformare
digitala a Republicii Moldova pentru anii 2023-2030;

8.22. Hotararea Guvernului nr. 562/2025 cu privire la modul de realizare a
obligatiilor de asigurare a securitdtii cibernetice de catre furnizorii de servicii in
sectoarele critice.

9. La dezvoltarea si implementarea SI JUSTAT se vor respecta urmatoarele
reglementdri tehnice si standarde aplicabile privind dezvoltarea solutiilor
informatice:

9.1. Ordinul ministrului tehnologiei informatiei si comunicatiilor Nr. 78/2006
cu privire la aprobarea reglementarii tehnice ,,Procesele ciclului de viata al software-
ului” RT 38370656 - 002:2006;

9.2. SMISO/CEI 27002:2014 ,,Tehnologia informatiei. Tehnici de securitate.
Cod de buna practicd pentru managementul securitatii informatiei”;

9.3. SMISO/CEI 12207:2014 ,,Ingineria sistemelor si software-ului. Procesele
ciclului de viata al software-ului”;

9.4. SM ISO/CEI 15408-1 ,,Tehnologia informatiei. Tehnici de securitate.
Criterii de evaluare pentru securitatea tehnologiei informatiei. Partea 1: Introducere
si model general”;

9.5. SM ISO/CEI 15408-2 ,,Tehnologia informatiei. Tehnici de securitate.
Criterii de evaluare pentru securitatea tehnologiei informatiei. Partea 2: Cerinte
functionale de securitate”;

9.6. SM ISO/CEI 15408-3 ,,Tehnologia informatiei. Tehnici de securitate.
Criterii de evaluare pentru securitatea tehnologiei informatiei. Partea 3: Cerinte de
asigurare a securitatii”;



9.7. SM EN ISO/IEC 27002 ,,Securitatea informatiei, securitatea cibernetica si
protectia vietii private. Mijloace de control al securitatii informatiei”.

Capitolul 11T
SPATIUL FUNCTIONAL AL SI JUSTAT

10. Viziunea generala asupra SI JUSTAT este prezentatd in figura 1.
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Figura 1. — Prezentarea generala a sistemului informational ,,JUSTAT”

11. Spatiul unic de functionare a SI JUSTAT poate fi divizat in urmatoarele:
functional, organizatoric, informational si tehnologic.

12. SI JUSTAT asigura indeplinirea functiilor de baza ale unui sistem
informational, in conformitate cu standardele stabilite de legislatie, precum si a
urmatoarelor functii specifice, organizate in contururi functionale:

12.1. conturul functional ,,Eficacitatea examinarii dosarelor in instantele
Jjudecatoresti”, care reda vizual analiza datelor in ansamblu, la nivel national, sub
forma de tablou de bord (TB1) si care sunt detaliate pentru fiecare instanta in parte.
Datele reflecta capacitatea sistemului judecatoresc/judecatoriilor de a face fata
fluxului de dosare, in baza datelor despre numarul de dosare inregistrate si
rezultatele activitatii judecatoriilor pe parcursul unei perioade incheiate;

12.2. conturul functional ,,Contestarea hotararilor instantelor judecatoresti”,
care redd vizual analiza datelor detaliate sub formd de tablou de bord (TB2),
generand informatii pentru analiza elementelor de calitate din deciziile judecatoresti.
Analiza datelor Tn perspectiva cronologica si compararea rezultatelor diferitor
instante permite identificare tendintelor si a practicilor care influenteaza calitatea
deciziilor instantelor judecatoresti;



12.3. conturul functional ,,Raportarea resurselor umane si financiare la
rezultatele instantelor judecatoresti” ofera prezentarea vizuala a datelor detaliate
sub forma de tablou de bord (TB3) pentru fiecare instanta in parte, privind raportarea
resurselor umane si a bugetelor valorificate la rezultatele instantei din perspectiva
numarului si complexitatii dosarelor examinate;

12.4.  conturul functional ,,Volumul si structura cauzelor pe rolul instantelor
judecatoresti”’, include prezentarea vizualda a datelor in ansamblu sub forma de
tablou de bord (TB4) si care sunt detaliate pentru fiecare instantd in parte referitor
la numarul cauzelor pendinte la inceputul perioadei analizate, numarul de cauze
examinate, numarul cauzelor inregistrare intr-o perioadd distinctd si numarul
cauzelor pendinte la sfarsitul perioadei,

12.5. conturul functional ,,Organizarea sistemului instantelor judecatoresti”,
care reda vizual analiza datelor sub forma de tablou de bord (TBS5) care sintetizeaza
informatiile privind organizarea hartii judecdtoresti si distribuirea principalelor
resurse ale sistemului judecdtoresc prin raportarea numarului de dosare examinate
la numarul populatiei deservite;

12.6. conturul functional ,,Resursele umane ale instantelor judecatoresti”,
este destinat pentru prezentarea vizuald a datelor sub forma de tablou de bord (TB6)
care genereazd informatii de sinteza privind distribuirea resurselor umane in
sistemului judecatoresc, oferind o viziune generald asupra structurii resurselor
umane dezagregate pe diferite categorii de personal/angajati ai instantelor
judecatoresti;

12.7. conturul functional ,,Administrare si control”, asigura urmatoarele
functii: gestionarea utilizatorilor si drepturilor acestora, jurnalizarea evenimentelor
de sistem, monitorizarea performantei sistemului si suportul tehnic si mentenanta.

13.  Functiile de baza ale SI JUSTAT sunt:

13.1. asigurarea interoperabilitatii cu alte sisteme informationale prin
intermediul platformei guvernamentale de interoperabilitate (MConnect), utilizand
servicii web si standarde/protocoale securizate, precum SOAP, HTTPS, etc.;

13.2. executarea de proceduri automatizate — functionalitati de declansare si
functionare in regim automatizat a unui sir de functionalitati ale SI JUSTAT in
vederea utilizdrii rationale a resurselor server, a lansarii serviciilor specifice
functionarii acestuia si a furnizarii la momentul oportun a datelor pentru utilizatori,

13.3. asigurarea interconexiunii cu alte sisteme informationale de stat;

13.4. asigurarea integritdtii logice a ST JUSTAT;

13.5. asigurarea securitatii si protectiei informatiei in cadrul SI JUSTAT;

13.6. jurnalizarea evenimentelor de sistem;

13.7. monitorizarea performantei SI JUSTAT.

14. Interfata pentru utilizatorit SI JUSTAT va avea caracter ergonomic,
intuitiv si accesibil tuturor categoriilor de utilizatori. Interfata utilizator a sistemului
va reprezenta un design grafic, echilibrat, distinct si adaptabil pentru majoritatea



dispozitivelor utilizate (calculator desktop, notebook, tabletd, smartphone) si va fi
accesibila in format bilingv: in limbile romand (implicitd) si engleza.

Capitolul IV
STRUCTURA ORGANIZATIONALA
A SISTEMULUI INFORMATIONAL JUSTAT

15. Proprietarul SIJUSTAT este statul, care 1si realizeaza dreptul de proprietate,
de gestionare si de utilizare a datelor din acesta. Resursele financiare pentru
dezvoltarea, mentenanta si exploatarea ST JUSTAT sunt asigurate din bugetul de stat
si alte mijloace financiare, conform legii.

16. Posesorul SI JUSTAT este Agentia Digitalizare in Justitie si Administrare
Judecatoreasca din subordinea Ministerului Justitiei, cu drept de implementare,
gestionare si utilizare a datelor si a resurselor continute de acesta.

17. Detindtorul SI JUSTAT din punct de vedere informational este Agentia
Digitalizare in Justitie s1 Administrare Judecdtoreasca din subordinea Ministerului
Justitiei, care va asigura crearea si exploatarea SI JUSTAT.

18. Administrator tehnic al sistemului informational este Institutia Publica
,Serviciul Tehnologia Informatiei si Securitate Cibernetica”, care isi exercitd
atributiile conform cadrului normativ in materie de administrare tehnica si mentinere
a sistemelor informationale de stat.

19. Posesorul si detindtorul asigurd conditiile organizatorice si financiare
pentru functionarea SI JUSTAT.

20. Furnizor al datelor din SI JUSTAT este Programul integrat de gestionare a
dosarelor (PIGD).

21. Destinatari si utilizatori ai datelor din SI JUSTAT sunt persoanele fizice
sau juridice care vor dispune de acces liber si gratuit la interfata ST JUSTAT, prin
intermediul careia vor putea accesa datele statistice disponibile cu privire la
activitatea instantelor judecatoresti din Republica Moldova.

Capitolul V
DOCUMENTELE SI JUSTAT

22. In cadrul SI JUSTAT sunt folosite urmatoarele categorii de documente:
23.1. documente de intrare, care reprezinta baza pentru introducerea datelor in
sistem;



23.2. documente de iesire, care sunt obtinute in rezultatul functionarii
sistemului.

23. Documentele de intrare sunt totalitatea datelor transmise din alte sisteme
informationale prin intermediul platformei guvernamentale de interoperabilitate
(MConnect).

24. Documentele de iesire sunt totalitatea reprezentarilor vizuale a datelor, sub
forma de tabele, scheme, grafice, diagrame sub forma de tablou de bord, obtinute ca
rezultat al prelucrarii datelor statistice si agregarii lor.

Capitolul VI
SPATIUL INFORMATIONAL AL SI JUSTAT

25. SI JUSTAT contine o serie de obiecte informationale de baza, care vor
putea fi utilizate in scopul executdrii cerintelor asteptate. In figura 2. sunt
reprezentate categoriile de obiecte informationale care trebuie luate in considerare

in procesul de documentare, elaborare si implementare a sistemului.
cmp Component Model /
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Figura 2. — Obiectele informationale ale sistemului JUSTAT

26. Obiectele informationale ale ST JUSTAT sunt urmatoarele:

26.1. Tabloul de bord (TB) - obiect informational, destinat reprezentarii vizuale
a datelor sub formd de tabele, scheme, grafice, diagrame. Aceasta reprezentare
vizuald este un instrument de evaluare si gestionare, care are ca scop urmarirea,
analizarea si afisarea datelor prin focusarea atentiei pe indicatorii de performanta;

26.2. Indicatori-cheie de performanta (ICP) - reprezintda totalitatea meta
datelor care reflectd rezultatul unei masurari a performantei si sunt, in general,
exprimati printr-o cifra. Cifra numericd oferda informatii privind cantitatea sau
magnitudinea (cat de multi/cat de mult?), iar unitatea de masura reprezinta obiectul
testat (ce?). De exemplu, unul dintre cei mai frecvent utilizati indicatori de



performantd in cadrul sistemelor judecatoresti din intreaga lume este numarul de
cauze solutionate intr-o perioada de timp (3 luni, 6 luni, 1 an etc.);

26.3. Exportarea datelor statistice in fisiere de tip Excel — obiect al
informational, accesibil tuturor utilizatorilor SIJUSTAT. Pentru fiecare tip de tablou
de bord (TB) din cadrul sistemului va fi elaborat, sablonul predefinit al fisierului
Excel, care urmeaza a fi modificat in caz de necesitate. Tablourile de bord (TB)
implementate vor oferi posibilitatea generdarii diferitor informatii conform criteriilor
aplicate 1n cadrul SI JUSTAT;

26.4. Administrarea nomenclatoarelor — categorie a obiectelor informationale
care consta in totalitatea meta datelor aferente SI JUSTAT, cum ar fi instanta de
judecatd, categoria de dosar, perioada supusa vizualizarii etc.;

26.5. Fisiere LOG — obiect informational destinat implementarii politicii de
securitate informationala a sistemului. Orice actiune efectuata de catre utilizator:
creare, modificare, accesare/sistare etc., necesita a fi inregistratd in registre speciale
cu indicarea timpului de efectuare a actiunii, utilizatorului, adresa IP de pe care a
avut loc actiunea etc.;

26.6. Gestionare date statistice — categorie a obiectelor informationale care
constd in totalitatea meta datelor reprezentate vizual in forma de tabele, scheme,
grafice, diagrame cu scopul analizarii si afisarii prin focusarea atentiei pe indicatorii
de performanta.

27. Scenariul de baza reprezinta lista evenimentelor sau a proceselor aferente
obiectelor informationale. In ST JUSTAT se vor aplica urmitoarele scenarii de bazi:

27.1. accesul publicului la informatii generale aferente datelor cu privire la:
numarul de judecatori per instanta de judecara, conform statelor de personal (numar
de judecatori atribuit conform cadrului normativ unei instante judecdtoresti),
dosarelor pendinte la inceputul unei perioade de referintd, intrate in instante si
examinate pe parcursul unei perioade de referinta etc.;

27.2. vizualizarea datelor sub forma de tabele, grafice, diagrame, reprezentare
vizuala pentru evaluare si gestionare, care are ca scop urmarirea, analizarea si
afisarea datelor prin focusarea atentiei pe indicatorii de performanta;

27.3. exportarea datelor prezentate in formd de tabele, grafice, diagrame in
format Excel;

27.4. analiza evenimentelor jurnalizate (log) a performantei sistemului cu o
incarcare normala si crescuta (ex. 500, 1000 sau 2000 de utilizatori simultan) pentru
identificarea dacd aplicatia suportd numarul estimat de utilizatori, fard degradarea
performantei sistemului;

27.5. administrarea continutului din sistem.

28. In cadrul SI JUSTAT vor fi delimitate urmatoarele categorii de utilizatori:

28.1. utilizator - totalitatea utilizatorilor Internet, care interactioneaza cu SI
JUSTAT si vizualizeaza informatiile disponibile prin intermediul TB, precum si
descarcarea informatiei in cele mai raspandite formate de date;



28.2. manager de continut - totalitatea utilizatorilor, care interactioneaza cu SI
JUSTAT, acceseaza sistemul prin intermediul back-office al paginii web interne,
explorand informatia sumara si agregatd, de asemenea, administrand continutul
datelor si informatiilor din sistem,;

28.3. administrator - actor abilitat cu rolul de asigurare a functionalitatii de
monitorizare a procesului de functionare a SI JUSTAT, care administreaza baza de
date tehnologica a sistemului si conexiunile la colectiile de date.

29. SI JUSTAT furnizeaza o interfata web, accesibila prin intermediul unui
explorator de larga utilizare (Microsoft Internet Explorer, Mozilla FireFox, Opera,
Google Chrome sau Safari cu versiunile nu mai vechi de 3 ani) si asigura reflectarea
logicd a informatiei si structurii pentru diferite programe de vizualizare si monitoare
cu rezolutii diferite. Din punct de vedere functional, se va dezvolta o solutie fiabila
si scalabila atat in cazul cresterii numarului de utilizatori concurenti sau aplicatiilor
concurente care vor folosi resursele sistemului, cat si in cazul cresterii volumului de
informatie gestionatd de acesta.

30. In scopul asigurarii unui nivel adecvat al securitdtii informationale, solutia
informatica va permite realizarea conexiunilor securizate intre statiile client si
serverul de aplicatie pentru asigurarea informatiei continute. Arhitectura si

componentele sistemului sunt redate in Figura 3.
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Figura 3 — Arhitectura si componentele SI JUSTAT

31. SI JUSTAT este gazduit pe platforma tehnologicd guvernamentala
comund (MCloud) si este compatibil cu platforma de gazduire bazata pe tehnologii
de tip container, care presupune utilizarea rationald a resurselor.



32. Arhitectura SI JUSTAT consta din urmatoarele noduri distincte:

32.1. Infrastructura de Tehnologii Informationale si Comunicatii (TIC) a
Ministerului Justitiei, care include: Programul Integrat de Gestionare a Dosarelor
(PIGD);

32.2. Infrastructura TIC a Biroului National de Statistica din Moldova (BNS),
care va fi integrata cu SI JUSTAT.

32.3. Infrastructura TIC a Ministerului Finantelor, care va permite accesarea
datelor cu privire la taxele de stat incasate.

33. Componentele principale ale ST JUSTAT sunt interdependente, realizeaza
schimb reciproc de date si sunt grupate Tn urmatoarele module:

33.1. interfata utilizator Internet, care interactioneaza cu SI JUSTAT si permite
vizualizarea informatiilor disponibile prin intermediul Tablourilor de bord, precum
si descdrcarea informatiei in cele mai raspandite formate de date. Aceasta este
formatd din urmatoarele contururi functionale:

33.1.1. eficacitatea examindrii dosarelor in instantele judecatoresti;

33.1.2. contestarea hotararilor instantelor judecatoresti;

33.1.3. raportarea resurselor umane si financiare la rezultatele instantelor
judecatoresti;

33.1.4. volumul si structura cauzelor pe rolul instantelor judecétoresti;

33.1.5. organizarea sistemului instantelor judecatoresti;

33.1.6. resursele umane ale instantelor judecatoresti.

33.2. interfata utilizator de continut, reprezintd totalitatea functionalitatilor
gestionate in sistem prin intermediul back-office al paginii web interne, explorand
informatia sumara si agregatd, cu administrarea concomitentd a continutului din
sistem,;

33.3. nivelul procesare date, care reprezinta setul de functionalitdti pentru
asigurarea indeplinirii functiilor ST JUSTAT. Acest nivel este format din totalitatea
resurselor informationale locale sau receptionate de la alte sisteme informationale si
adaptate la necesitate.

34. Pentru asigurarea functiondrii corecte, SI JUSTAT interactioneaza si
realizeaza schimbul de date, in conformitate cu standardele tehnice aprobate, cu
urmatoarele sisteme informationale:

34.1. Platforma de interoperabilitate (MConnect) — pentru schimbul de date cu
alte sisteme informationale si registre de stat;

34.2. Serviciul electronic guvernamental de jurnalizare (MLog) — pentru
asigurarea evidentei operatiunilor (evenimentelor) produse in sistem;

34.3. Programul Integrat de Gestionare a Dosarelor (PIGD) — pentru
utilizarea datelor cu privire la:

34.3.1. numarul de judecatori per instantd de judecara, atat conform statelor
(numar de judecdtori atribuit conform legislatiei unei instante judecdtoresti),
precum si calculat cu utilizarea formulei ENI;



34.3.2. dosarele pendinte la inceputul unei perioade de referinta, intrate in
instante si examinate pe parcursul unei perioade de referinta;

34.3.3. rubrica buget, in care instanta indica suma totala a bugetului executat,
etc.

34.4. Sistemul informational al Biroului National de Statistica din Moldova
(BNS), pentru utilizarea informatiei privind Populatia stabila, la 1 ianuarie a fiecarui
an, pe raioane $i municipii.

34.5. Sistemele informationale ale Ministerului Finantelor, pentru accesarea
datelor cu privire la taxele de stat incasate.

35. In scopul asiguririi interoperabilitatii si a schimbului de date cu alte sisteme
st resurse informationale de stat, Agentia Digitalizare in Justitie si Administrare
Judecatoreasca inregistreaza activele semantice utilizate in sistemul informational.

_Capitolul VII
ASIGURAREA SECURITATII INFORMATIONALE A SI JUSTAT

36. Securitatea informationald a SI JUSTAT presupune protectia resurselor si
infrastructurii informationale, prin care se asigura veridicitatea, integritatea,
confidentialitatea, disponibilitatea si autenticitatea resurselor informationale.
Securitatea SI JUSTAT reprezintd totalitatea actiunilor juridice, organizatorice,
economice si tehnologice orientate spre prevenirea pericolelor asociate resurselor si
infrastructurii informationale.

37. Principalele pericole pentru securitatea informationala a SI JUSTAT sunt:

37.1. colectarea si/sau utilizarea ilegald a informatiei;

37.2. incélcarea tehnologiei de prelucrare a informatiei;

37.3. incélcarea confidentialitatii informatiei;

37.4. incélcarea integritatii logice si a integritatii fizice a informatiei;

37.5. incalcarea functionadrii infrastructurii informationale;

37.6. actiunea fizicd asupra componentelor infrastructurii informationale;

37.7. inserarea in produsele software si hardware a componentelor care
realizeaza functii neprevazute in documentatia cu privire la aceste produse;

37.8. elaborarea si raspandirea programelor care afecteaza functionarea
normald a sistemelor informationale si de telecomunicatii, precum si a sistemelor
securitdtii informationale;

37.9. scurgerea informatiei prin alte canale tehnice;

37.10. nimicirea, deteriorarea, distrugerea sau sustragerea suporturilor de
informatie mecanice sau a altor suporturi;

37.11. interceptarea informatiei in retelele de transmitere a datelor si in liniile
de comunicatii, decodificarea acestei informatii si/sau raspandirea informatiei false;

37.12. utilizarea tehnologiilor informationale necertificate, a mijloacelor de
protectie a informatiei, a mijloacelor de informatizare, de telecomunicatii si
comunicatii necertificate in procesul credrii s1 dezvoltdrii infrastructurii
informationale.



38. Pentru asigurarea edificarii sistemului eficient de asigurare a securitatii
informationale a ST JUSTAT sunt necesare:

38.1. identificarea cerintelor securitatii informatiei specifice pentru fiecare
obiect al protectiei in cauza;

38.2. respectarea cerintelor actelor normative nationale si internationale;

38.3. utilizarea celor mai bune practici (standarde, metodologii) pentru
asigurarea securitatii informationale;

38.4. determinarea subdiviziunilor responsabile pentru asigurarea securitdtii
informationale;

38.5. distribuirea intre subdiviziuni a sferelor de responsabilitate in asigurarea
securitdtii informationale;

38.6. in baza gestionarii riscurilor de securitate a informatiei, determinarea
cerintelor tehnice si organizatorice, care constituie politica de securitate
informationald a obiectului protectiei;

38.7. realizarea cerintelor politicii de securitate informationald prin
implementarea metodelor software si hardware si a mijloacelor de protectie a
informatiei corespunzatoare.

39. Sarcinile de baza ale asigurarii securitatii informationale sunt:

39.1. asigurarea integritdtii logice a informatiei, prevenirea introducerii,
actualizdrii s1 nimicirii neautorizate a informatiei;

39.2. asigurarea integritdtii fizice a informatiei;

39.3. asigurarea protectiei infrastructurii informationale impotriva deteriorarii
si tentativelor de modificare a functionarii.

40. Mecanismele de baza ale asigurarii securitdtii informationale sunt:

40.1. inregistrarea actiunilor si asigurarea auditului prin utilizarea serviciului
MLog;

40.2. monitorizarea retelelor;

40.3. prevenirea scurgerii informatiei confidentiale;

40.4. analizatorii de protocoale;

40.5. sistemele de alimentare fara intrerupere cu energie electrica.

41. Securitatea transportului de date va fi asigurata de catre detindtorul cu rol
de administrator tehnic al SI JUSTAT.

42. Utilizarea mecanismelor de asigurare a securitatii informationale se
planifica la etapa de proiectare a sistemului si a infrastructurii informationale.

43. Asigurarea securitdtii informationale SI JUSTAT va fi realizata de catre
posesor si detinator in conformitate cu cerintele standardelor SM ISO/IEC

27001:2017, SM ISO/IEC 27002:2017 si Hotararea Guvernului nr. 562/2025 cu
privire la modul de realizare a obligatiilor de asigurare a securitdtii cibernetice de



catre furnizorii de servicii in sectoarele critice. Pentru garantarea securitatii la
nivelul infrastructurii tehnico-logice va fi organizat periodic auditul de securitate, in
comun cu posesorul/detinatorul SI JUSTAT.

Capitolul VIII
DISPOZITII FINALE

44. Implementarea SI JUSTAT ca parte componentd a Sistemului
informational judiciar, va avea drept efect optimizarea proceselor, punand la
dispozitia utilizatorilor un set de instrumente, tehnici moderne si usor de utilizat,
totodatd asigurdnd o performantd a intregului sistem determinand urmadtoarele
avantaje:

44.1. transferul in timp real a datelor statistice cu privire la activitatea
instantelor judecatoresti din Republica Moldova;

44.2. posibilitatea de analiza a datelor statistice, inclusiv a indicatorilor cheie
de performanta in timp real;

44.3. automatizarea proceselor de evidentd, administrare si monitorizare a
performantelor instantelor judecatoresti din Republica Moldova;

44 4. instituirea unor parghii eficiente care s conduca la sporirea transparentei
sistemului judecatoresc, facilitind 1intelegerea diferitor aspecte ale activitatii
instantelor judecatoresti in societate;

44.5. cresterea gradului de incredere a populatiei in sistemul judecatoresc prin
transpunerea de calitate a informatiei despre activitatea instantelor judecatoresti si
previzibilitatea politicilor precum si a deciziilor de management in cadrul sistemului
judecatoresc.

45. Implementarea SI JUSTAT va avea loc etapizat, conform programelor de
actiuni elaborate suplimentar de dezvoltator, in comun cu posesorul sistemului.
Pentru asigurarea sustenabilitatii si dezvoltarii continue a SI JUSTAT, vor fi
instituite mecanisme de actualizare periodicd a indicatorilor-cheie de performanta,
colectare de feedback din partea utilizatorilor institutionali si publici, precum si
audituri functionale si tehnice ale sistemului. De asemenea, se va urmari dezvoltarea
si extinderea treptatd a sistemului, impreuna cu alte platforme si sisteme
informationale din domeniul justitiei.



